
     
 
 

Enquiries to:  #JAC Telephone:  (01278) 646188  
 
E-mail:  JAC@avonandsomerset.pnn.police.uk                                       Date :12th October 2021 
 
To: ALL MEMBERS OF THE JOINT AUDIT COMMITTEE 
 

i. David Daw, Jude Ferguson (Chair), Zoe Rice, Martin Speller 
ii. Chief Constable (“CC”), CFO for CC and Relevant Officers 
iii. The Police & Crime Commissioner (“PCC”) 
iv. The CFO and CEO for the PCC  
v. External and Internal Auditors  

 
Dear Member 
 
NOTICE OF MEETING 
 
You are invited to a meeting of the Joint Audit Committee to be held via Teams (link 
included in the meeting invite) at 11:00 on 20th October 2021 – please note that there 
will be a lunch break between 12:30 and 13:00. 
 
The agenda for the meeting is set out overleaf.  
 
Yours sincerely 
 
 
 
Alaina Davies 
Office of the Police and Crime Commissioner 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Police and Crime Commissioner for Avon & Somerset 
Police Headquarters, Valley Road, Portishead, Bristol BS20 8JJ 

Website: www.avonandsomerset-pcc.gov.uk        Tel: 01278 646188       email: pcc@avonandsomerset.pnn.police.uk 
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INFORMATION ABOUT THIS MEETING 
 
(i) Car Parking Provision 

 
N/A – Virtual meeting 
 

(ii) Wheelchair Access 
 
N/A – Virtual meeting 
 

(iii) Emergency Evacuation Procedure 
 
N/A – Virtual meeting 
 

(iv) If you have any questions about this meeting, require special facilities to enable 
you to attend. If you wish to inspect Minutes, reports, or a list of the background 
papers relating to any item on this agenda, please contact: 
 
Office of the Police and Crime Commissioner 
Valley Road 
Portishead 
BS20 8JJ 
 
Telephone: 01278 646188 
Email: JAC@avonandsomerset.pnn.police.uk 
 

(v) REPORT NUMBERS CORRESPOND TO AGENDA NUMBER 
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AGENDA 
 

20th October 2021, 11:00 – 14:00 
Lunch Break 12:30 – 13:00 
To be held via Teams (link included in the meeting invite) 
 

1. Apologies for Absence 
 

2. Emergency Evacuation Procedure 
N/A – Virtual meeting 

 
3. Declarations of Gifts/Offers of Hospitality 

To remind Members of the need to record any personal interests or any 
prejudicial interest relating to the agenda and disclose any relevant receipt of 
offering of gifts or hospitality 
 

4. Public Access 
(maximum time allocated for this item is 30 minutes) 
 
Any member of the public wanting to attend a JAC meeting must submit a written 
application and secure written agreement of the JAC Chair. Statements and/or 
intentions to attend must be received no later than 12.00 noon on the working 
day prior to the meeting and should be emailed to 
JAC@avonandsomerset.pnn.police.uk 
 
The JAC Chair reserves the right to refuse or suspend access if there is any 
security risk to the public or a member of the public’s behaviour is disruptive in 
any manner. A member of the public may only address the meeting, for a 
maximum of five minutes, where a statement has been previously provided to the 
JAC Chair and prior sanction has been granted. 
 

5. Minutes of the Joint Audit Committee Meeting held 14th July 2021 (Report 
5) 
 

6. Annual Accounts and Governance Statement – Joint Audit Committee 
Members Questions and Answers (Report 6) 

 
7.  External Audit (Report 7):  

a) Reasons for Delaying the Joint Audit Committee Meeting  
b) Joint Audit Findings Report 
c) Informing Audit Risk Assessment 2020/21 

 

8.  Office of the Police and Crime Commissioner Strategic Risk Register 
(Report 8) 

9.  Constabulary Strategic Risk Register (Report 9) – report to follow 
 
10.  Business from the Chair (Report 10): 

a) Police and Crime Board (Verbal Update) 
b) Update on IOPC Investigations (Verbal Update) 
c) Draft Joint Audit Committee Annual Report 
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11. Internal Audit (Report 11): 

a) Quarterly Update 
b) Assurance Mapping – Position Statement Quarter 2 
c) Governance of Use of Force 
d) Remote Working – IT Audit Review 
e) Complaints Handling 

 
 
Part 2                       
Items for consideration without the press and public present 

12.  Exempt Minutes of the Joint Audit Committee Meeting held on 14th July 
2021 (Report 12) 
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POLICE AND CRIME COMMISSIONER FOR AVON AND SOMERSET 5
 
MINUTES OF THE JOINT AUDIT COMMITTEE MEETING HELD ON WEDNESDAY 
14TH JULY 2021 AT 11:00. MEETING HELD VIA TEAMS. 
 
Members in Attendance 
Jude Ferguson (Chair) 
David Daw 
Zoe Rice 
 
Officers of the Constabulary in Attendance 
Nick Adams, Constabulary CFO 
Dan Wood, Chief Officer – People and Organisational Development 
Ben Mosely, Head of Performance and Assurance (part of the meeting) 
Nick Lilley, Director of Information Technology (part of the meeting) 
T/DCI Gary Stephens, Professional Standards Department (part of the meeting) 
Michael Flay, Governance Manager 
 
Officers of the Office of the Police and Crime Commissioner (OPCC) 
Paul Butler, OPCC Interim CFO 
Ben Valentine, OPCC Strategic Planning and Performance Officer 
Alaina Davies, OPCC Resources Officer 
Soushila Phipps, OPCC Administration Officer (observing) 
  
Also in Attendance 
Mark Shelford, Police and Crime Commissioner 
Jackson Murray, Grant Thornton 
David Hill, SWAP 
Laura Wicks, SWAP 
 
14. Apologies for Absence  
  
 Sarah Crew, Temporary Chief Constable 
 Nikki Watson, Temporary Deputy Chief Constable 
 Joint Audit Committee Member, Martin Speller 
 Juber Rahman, SWAP 
 Gail Turner-Radcliff, Grant Thornton 
 Cllr Jonathan Hucker, Police & Crime Panel Member (observing) 
  
  
15. Emergency Evacuation Procedure 

 
The emergency evacuation procedure for each call participant was left for 
them to determine. 
 

16. Declarations of Interest / Gifts / Offers of Hospitality 
 

None. 
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17. Public Access 
 
 There were no requests for public access received before the 12.00 noon 

deadline the working day prior to the meeting. 
 
18. Minutes of the Joint Audit Committee Meeting held on 27th January 2021 

(Report 5)  
 
 RESOLVED THAT the minutes of the meeting held on 22nd April 2021 were 

confirmed as a correct record and will be signed by the Chair when physically 
possible with the following amendment: 

 
 Action update:  

 
Minute 43 The External Auditors are still intending to run a South  

West JAC event but updated that this would not be 
happening until at least September due to Covid 
guidance. It is felt that this would work better as a face to 
face event rather than virtual as it gives the opportunity 
for Members to meet with other JACs in the region. 

  
Minute 48e The OPCC CFO discussed with the force Data Protection 

Officer the possibility of JAC Members having access to 
parts of Qlik. This can’t be done due to confidentiality and 
not being able to restrict access, however reports can be 
provided. Members would like a demonstration on Qlik to 
understand how this technology supports the work of the 
police – Qlik may be used to present information at future 
JAC meetings. 

  
Minute 8b Payments to Staff – Absence Management will be 

included in the Follow Up report. 
  
Minute 8e Improvements will be made clear in the Follow Up report 

regarding Police Officer and Staff Training. 
  

19. Annual Accounts and Governance Statement (Report 6) 
 
 There was a delay in getting the draft Annual Accounts out which was largely 

due to queries relating to Covid specific funding – this has been a difficult and 
complicated year. The Audit fieldwork is yet to begin but the final accounts will 
be submitted to the Joint Audit Committee meeting on 22nd September 2021, 
with the final accounts being published by the end of September. JAC 
Members will submit questions in writing on the draft accounts which will be 
answered in writing and subsequently included in the meeting papers for the 
JAC on 22nd September and published on the PCC’s website. 
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 The Constabulary carried out a full reconciliation from the outturn position, 
underspend and final position as reported in the annual accounts – this will be 
incorporated as an annex to this report in future. 

 
 The Constabulary CFO highlighted reasons for the underspend which 

included underspend on officer and staff pay, compensation for lost income 
due to Covid and a Covid enhancement payment which came in quarter 4 for 
enforcement activity. The Constabulary are confident that an underspend on 
this scale will not be repeated due to the strong position on officer and PCSO 
recruitment. 

 
 The Reserve position was discussed. The General Reserve is agreed at the 

Police and Crime Board on an annual basis – increased from £9m to £12m. 
Earmarked Reserves were highlighted which includes carry forward of 
commissioning reserve, £1m to balance the 2021/22 budget and £1m to 
support the work of the new PCC. Increases to the Capital fund, increases to 
Provisions and an increase to the Pensions claims were also highlighted – 
Pensions is based on an estimate of Avon and Somerset claims under the 
McCloud ruling. Small provisions have also been made regarding ill health 
retirements and historic overtime liability. 

 
 Uncertainties remain around quantifying the cost to the force of the McCloud 

pensions ruling, Covid and increases to the employer contributions rates for 
police and local government pensions – increases in these rates pose a 
significant risk to the Medium Term Financial Plan (MTFP). It was noted that 
pensions is on the Strategic Risk Register and is a National issue to be 
addressed. 

 
 Members asked for an update on the work to produce a summary version of 

the Annual Accounts. The External Auditors confirmed that this was one of the 
recommendations from the Redmond review but that it has not yet been 
mandated, although it was being trialled with certain bodies this year. The 
Constabulary CFO will discuss mocking something up with the Finance Team.  

 
 Members asked that it be made more clear what the uncertainties and risks in 

relation to Covid are which are mentioned. This will be looked at but mainly 
relates to the general increase in risk relating to the economy and austerity 
and the probability of another 1 year Spending Review which makes planning 
difficult. It was noted that the next MTFP will be drafted in the Autumn. 
Members queried if it was necessary to have a 5 year MTFP if the Spending 
Review only covers 1 year – best practice says you should have a 3 year. The 
uncertainty around the pay awards was also highlighted, recognising the need 
to plan for pay awards and make adjustments as necessary. 

 
 Members asked how the Reserve position compares to other forces. The 

Constabulary CFO reported that he has not heard of any force not reporting 
an increase in underspend – Covid and the uncertainty around the costs of 
national IT programmes has proved the need for Reserves. In previous years 
Avon and Somerset have been in the middle regarding the level of Reserves 
when compared nationally. 
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 Members sought assurance on the supporting infrastructure around the Uplift 

in officer numbers. Some funding was provided as part of Uplift to support 
which has been invested in recruitment and also the partnership with UWE 
has enabled recruitment at volume for Police Constable Degree 
Apprenticeships (PCDA). Bringing capacity in at pace and ahead of schedule 
does not equal capability but the Constabulary are working hard to deliver 
quality of tutorship. The Degree Holder Entry Programme was highlighted as 
this is a way to fast track. There have been pressures and investment needed 
in key areas of growth such as IT and Fleet. The effects of Covid on Estates 
was also discussed and this will have to be monitored going forward with new 
ways of working. 

 
 The Chief Officer – People and Organisational Development, highlighted the 

increase in occupational Health referrals relating to mental health and as such 
is going to be proposing a review of the service provided in response to this 
acute demand. Will propose the review be done end of summer or autumn 
time. 

 
 Members will be interested to see the impact on culture of having brought so 

many new people into the organisation. The work being done to increase 
workforce representation was highlighted – outreach, recruitment and 
attraction, hyper local intense recruitment campaigns and working with the 
OPCC to discuss all possible ways to maximise opportunities to increase 
representation. 

 
 Members were assured that the Constabulary are monitoring attrition closely 

and have a good understanding of where this is and the reasons. With a very 
young in service workforce the Constabulary recognise that it is particularly 
important to invest in leadership development and supporting staff and 
officers – investment in the Leadership Academy needs to increase. 

 
 The Chair of the JAC thanked everyone involved for their hard work on 

producing the draft Annual Accounts and recognised that this has been 
particularly difficult with remote working. 

 
 RESOLVED THAT  
 

i. Members will submit their questions on the accounts to the Joint Audit 
Committee Chair over the next couple of weeks and copy the OPCC 
CFO in so that questions can be collated and then answered. These 
questions and answers will be published with the papers for the next 
meeting of the Joint Audit Committee on 22nd September 2021;  
 

ii. The Constabulary CFO to discuss with the Finance Team mocking up 
a summary version of the Annual Accounts. 

   
 
20. External Audit: Audit Progress Report and Sector Update (Report 7) 
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Audit fieldwork will commence week beginning 26th July 2021 with the Joint 
Audit Findings report being submitted for discussion at the 22nd September 
2021 JAC meeting. It is the intention to report on Value for Money at the same 
time but it was noted that there is a 3 months window following the date of the 
financial statement opinion in which to report this. 
 

21. Office of the Police and Crime Commissioner Strategic Risk Register 
(Report 8) 

 
 SR1 – Governance Failure 

There is a greater level of risk from loss of experience at a senior level in the 
OPCC in April/May time and additional responsibilities being placed on PCCs 
through the national review e.g. complying with the Specified Information 
Order. Additional responsibilities so far are from Phase 1 of the national 
review and further responsibilities may come with the next Phase of the 
review. 
 
SR2 – Failure to Deliver the Police and Crime Plan 
The existing plan remains in place while the new PCC develops his plan. 
Consultation on the plan is underway with the first draft of the plan expected 
to be available on the PCC’s website at the end of September 2021. There is 
then a statutory duty for the Police and Crime Panel to provide feedback 
before the final draft is ready (potentially November time). The OPCC are 
collaborating with Constabulary. The Constabulary have been responsive to 
the draft Police and Crime Plan objectives through their strategic planning and 
have mapped out where uplift can assist. 
 
The appointment of a Temporary Chief Constable was ratified at a Police and 
Crime Panel confirmation hearing. Temporary DCC and ACC appointments 
were agreed internally. Members were informed of the expected timetable for 
appointment of a permanent Chief Constable.  
 
SR3 – Financial Incapability or Ineffectiveness 
Financial risks discussed above. 
 
SR4 – Failure to Engage with the Public and Other Stakeholders 
The new PCC has committed to 2 days per week engagement activities which 
is an increase and provides strong mitigation for the risks. The consultation on 
the Police and Crime Plan is going to be the biggest and most representative 
the OPCC has ever done with a targeted approach following the initial stage. 
 
SR5 – Lack of Public Confidence in or Awareness of the OPCC 
The election process has raised awareness of the PCC and is a measure of 
confidence in the new PCC, although the low turnout was noted and the 
OPCC will be asking people whether they voted as part of the current 
consultation. 
 
Raising the profile of the work of the OPCC has been built into the draft 
objectives for the Police and Crime Plan. 
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The performance information required by the Specified Information Order will 
be published in a visible place on the website to increase public scrutiny. 
 
SR6 – Lack of Capacity/Capability within the OPCC 
The OPCC is a small office and has had a lot of vacancies to fill. The 
recruitment of a Deputy PCC, OPCC Chief of Staff (previously known at the 
CEO) and OPCC CFO is a significant amount of work which is in addition to 
the appointment of a permanent Chief Constable. A Consultant has been 
appointed to assist in the recruitment of the Chief Constable and OPCC Chief 
of Staff. 
 
The new PCC is taking on the APCC National Lead role for Economic and 
Cyber Crime which will increase the work of the OPCC to support. The PCC 
will be asking the new OPCC Chief of Staff to conduct a review of the OPCC 
to establish if it is structured in the best way to deliver his priorities. The PCC 
commented that the OPCC have been agile in responding to new priorities. 
 
SR7 – Failure to Deliver Commissioned Services 
The PCC has requested a review of commissioned services – longer term 
commissioned services will be out of scope but will be looked at in terms of 
how performance is monitored and value for money. A joint review of the 
Lighthouse Safeguarding Unit (LSU) has been agreed and is in the early 
stages. The risk has increased. 
 
SR8 – Failure to Deliver Effective and Efficient Collaboration with Other 
Forces 
Political alignment between the regional PCCs will create more collaboration 
opportunities but the risk rating has not yet been reduced. The PCC 
highlighted that the context for collaboration should be that it is effective and 
efficient for the tax payer and that should be the driving force behind it. 
 
SR9 – Failure to Deliver Effective and Efficient Collaborations or Outcomes 
with Other Partners 
Partners will be included in the consultation process. There are key risks in 
terms of the backlogs affecting the Criminal Justice system (which is a 
national issue) and the risk that should funding for partners reduce this would 
have an impact on engagement. As such the risk in this area has increased. 

 
22. Business from the Chair: 
 

The Chair announced that former JAC Member, Sue Warman, has sadly 
passed away and the Chair will send condolences to the family.  
 
The Chair congratulated the PCC on his election. The PCC had previously 
observed a JAC meeting when he was a member of the Police and Crime 
Panel and has suggested that a member of the panel attend JAC regularly to 
observe as it provided good insight. The PCC was pleased that there was 
discussion during the Annual Accounts item about looking after and 
supporting people and has reinforced the importance of this. 
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a) Police and Crime Board Update 
 

Members have received the minutes from the 31st March and 2nd June Police 
and Crime Board (PCB) meetings. Minutes from 7th July 2021 PCB are yet to 
be agreed. 2nd June 2021 was the first PCB meeting with the new PCC. Key 
themes from meetings include: 

 Data integrity  - remains an area of focus; 
 Improving workforce representation – building on the work to date; 
 Cyber assurance report – looked at the scale of the problem and the 

work that is under way; and 
 The Specified Information Order – brings a greater duty on PCCs to 

publish performance information. A pilot of what this might look like is 
being worked on. The PCC commented that the priorities of the local 
people must come first and there will need to be a conversation if 
Home Office priorities are not in line with these. 

 
b) Update on Independent Office of Police Complaints (IOPC) 

Investigations 
 

The Constabulary reported a good working relationship with the IOPC and are 
meeting with them quarterly which provides a good opportunity for two way 
conversation. There are 15 current investigations with the IOPC and 
timeliness is improved with the oldest investigation being less than a year old. 
Complaint themes were highlighted which includes abuse of position for 
sexual purpose and discrimination – impact on trust and confidence is a 
concern. 
 
The Constabulary have been using a Lived Experience approach (someone 
with relevant experience gives their perspective) and the IOPC have indicated 
that they would be keen to take this on as national good practice. 

 
23. Internal Audit Reports (Report 10): 
 

a) Internal Audit Annual Opinion and Report 2020/21 
 

A reasonable annual opinion was given by the Internal Auditor and no issues 
have been raised for the Governance Statement. The Internal Auditors 
reported having been kept informed of challenges as a result of Covid. One 
significant corporate risk raised relates to record retention and MoPI 
compliance. Strong engagement with the force, OPCC and JAC was reported. 
The effectiveness of JAC was looked at and it was noted that meetings are well 
prioritised and attended by management with presentation of organisational 
risks at each meeting (quarterly). 
 
Members reflected on the impressive amount of work over the last year in the 
circumstances. It was requested that the wording around Leadership and 
Culture and Diversity and Inclusion be included as this is relevant to all areas 
of work. 
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The JAC asked to see the proposed scope of the risk management audit. 
Members asked how the new more agile audit approach has been for the 
OPCC and Constabulary.  
 
RESOLVED THAT  
 

i. the Internal Auditors will look at including wording around Leadership 
and Culture and Diversity and Inclusion as this is relevant to all areas of 
business; and 

ii. share the proposed scope of the risk management audit with the JAC. 
 
b) Quarterly Update 

 
Members have received the Assurance Mapping Position Statement for quarter 
1 from the Internal Auditors now and Constabulary gave a presentation at the 
pre-meet on the Corporate Risk Management Framework being developed. 
This will be a rolling update each quarter. 
 
Members were assured that the Internal Auditors are comfortable with the 
progress to date, despite the pandemic and moving to different ways of 
working, although it was noted that some quarter 2 audits are yet to be scoped. 
 
An update on the regional audit work was given. Digital Forensics fieldwork is 
underway and this will be reported to the next meeting of the JAC. It has been 
agreed by the regional CFOs that there will be a Regional Pensions Admin 
Audit. Regional Vetting is also being looked at. A fraud baseline review has 
been suggested. 
 
c) Data Quality Follow Up 2020/21 
 
Three recommendations have been signed off with the remaining two still in 
progress which are dependent on the new Data Strategy being developed. 
Internal Auditors are happy with the progress and recognise the ongoing work 
on the Data Strategy. Members raised concerns regarding the slipping of 
timescales but understand the reasons and were assured that the revised 
dates are being worked to. 
 
d) Fleet Management Follow Up 2020/21 

 
Six recommendations are complete and two have been superseded with the 
implementation of a new system. Members noted that the new system will not 
be in place until November 2021 and asked how the risk is being managed 
until then – Qlik is being used by the Workshop to manage work and being 
used operationally to manage the distribution of vehicles across sites.  

 
e) IT Business Continuity Follow Up 2020/21 

 
Three recommendations are complete with one in progress which is around 
business critical systems. The Constabulary reported that the action is 70% 
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complete but the timescale has been moved to the end of August to 
accommodate a movement in resources to manage priorities. 

 
f) Organisational Learning from Covid-19 2021/22 
 
A reasonable assurance was given with three recommendations. Specific 
examples of learning were identified but it was noted that learning could be 
captured better with a central record of learning. Risk management is in place 
but needs to be consistent – this will form part of the governance framework 
work. The good command structure, communication and governance was 
noted. 
 

g) Assurance Mapping Position Statement Q1 2021/22 
 

The Constabulary gave a presentation to Members at the pre-meeting on the 
Corporate Risk Management work being done. 
 
h) Remote Working – Cyber/Data Security 2021/22 

 
Work is continuing at pace and the report will be available for the next meeting 
of the JAC. 
 

24.  Summary of Recommendations 
 
HMICFRS 
28 open recommendations with a number of these being with the HMICFRS Liaison 
Officer for sign off – this is done twice a year. Members asked if the number of 
HMICFRS Liaison Officers Avon and Somerset have had since 2017 is a concern or 
causes any issues. This turnover is not unusual. 
 
SWAP 
2 items overdue as timeframes have been updated. 
 
Members asked if original timescales and revised timescales can both be included in 
the report in future and the reasons why the timescales have moved, this will help 
Members identify where slipping of timescales is not within the control of the 
Constabulary. 
 
Members found the written update in advance of the meeting very helpful and the 
Constabulary confirmed that they will continue to provide this. Members agreed that 
this could move to twice a year in line with the reporting to the Finance and Asset 
Committee. 
 
RESOLVED THAT  

i. The report should include the original timescales, revised timescales (where 
applicable) and the reasons for changes in timescales; and 

ii. The report will be presented to the Joint Audit Committee twice a year to be in 
line with reporting to the Finance and Asset Committee. 
 

Part 2                       
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Items for consideration without the press and public present 

25. Exempt Minutes of the Joint Audit Committee Meeting held on 22nd April 
2021 (Report 12) 

 
SEE EXEMPT MINUTES 
 
26. Constabulary Strategic Risk Register (Report 13) 
 
SEE EXEMPT MINUTES 
 
 
The meeting concluded at 13:55 
 
 
 
CHAIR 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

ACTION SHEET 
 

MINUTE NUMBER ACTION NEEDED 
RESPONSIBLE 

MEMBER/ 
OFFICER 

DATE DUE 

Minute 43 
 
External Audit 
Update 
 
16th January 2020 

The External Auditors should 
work with the OPCC on the 
arrangements for running a 
South West JAC event. 

Grant Thornton/ 
OPCC 

TBA 
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Minute 48e 
 
Refreshing of the 
Strategic 
Framework Follow 
Up 
 
27th January 2021 

Arrange for JAC Members to 
have access to parts of Qlik if 
possible. 
 
14th July 2021 Update – as this 
is not a possibility Members 
would like a demonstration on 
Qlik to help them understand 
how the technology supports the 
work of the police. 
 

OPCC CFO TBA 

Minute 8b 
 
Payments to Staff 
– Absence 
Management 
 
22nd April 2021 

Plan for Payments to Staff – 
Absence Management should be 
included in the Follow Up report. 

SWAP TBC 

Minute 8e 
 
Police Officer and 
Staff Training 
 
22nd April 2021 

Improvements should be made 
clear in the Follow Up report 
regarding Police Officer and 
Staff Training. 

SWAP TBC 

Minute 19 (i) 
 
Annual Accounts 
and Governance 
Statement 
 
14th July 2021 

Members will submit their 
questions on the accounts to the 
Joint Audit Committee Chair 
over the next couple of weeks 
and copy the OPCC CFO in so 
that questions can be collated 
and then answered. These 
questions and answers will be 
published with the papers for the 
next meeting of the Joint Audit 
Committee on 22nd September 
2021. 

JAC 
Members/OPCC 
CFO/ 
Constabulary 
CFO 

Immediate 

Minute 19 (ii) 
 
Annual Accounts 
and Governance 
Statement 
 
14th July 2021 

The Constabulary CFO discuss 
with the Finance Team mocking 
up a summary version of the 
Annual Accounts. 

Constabulary 
CFO 

Update at 
22nd 
September 
2021 JAC 

Minute 23a(i) 
 
Internal Audit 
Annual Opinion 
and Report 
2020/21 
 

The Internal Auditors will look at 
including wording around 
Leadership and Culture and 
Diversity and Inclusion as this is 
relevant to all areas of business. 

SWAP Immediate 
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14th July 2021 

Minute 23a(ii) 
 
Internal Audit 
Annual Opinion 
and Report 
2020/21 
 
14th July 2021 

Share the proposed scope of the 
risk management audit with the 
JAC 

SWAP Immediate 

Minute 24(i) 
 
Summary of 
Recommendations 
from HMICFRS 
and Audit 
 
14th July 2021 

The report should include the 
original timescales, revised 
timescales (where applicable) 
and the reasons for changes in 
timescales 

Supt Ben 
Moseley 

TBC 

Minute 24(ii) 
 
Summary of 
Recommendations 
from HMICFRS 
and Audit 
 
14th July 2021 

The report will be presented to 
the Joint Audit Committee twice 
a year to be in line with reporting 
to the Finance and Asset 
Committee. 

Constabulary 
Governance 
Manager to 
Liaise with the 
OPCC 
Resources 
Officer to advise 
dates 

Immediate 
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Item 6 

JAC Questions on Statement of Accounts 2020 2021 

Question/feedback  From  Accounts/JAC 
Bundle 

Page  Response 

I note and support management’s 
intention to develop and publish a 
simplified and more user friendly 
version of future financial results 
which members of the public will 
find easier to understand. 
 

David 
Daw 

JAC Bundle    Noted 

I understand the pandemic has 
presented numerous challenges for 
ASP and this is rightly called out in 
the commentary and treatment of 
provisions. Wherever possible I think 
it would be helpful for the 
commentary to be as specific as 
possible about which aspects of the 
pandemic are relevant in each 
instance. 
 

David 
Daw 

JAC Bundle    Noted 

States the general reserve has been 
increased to reflect uncertainty and 
risk but not clear what risk and 
uncertainty is driving this increase 
and why it results in a £3m increase 
(rather than say £6m or £1m). 

David 
Daw 

JAC Bundle  18  A £3m increase in the general fund was recommended by the PCC CFO 
in January 2021 based on a risk assessment exercise.   
The increase in reserve was recommended as an appropriate response 
to the heightened uncertainty around government grant funding of the 
Force in future years – recognising the economic uncertainty created by 
the COVID‐19 pandemic.   
Instead of an expected three year spending review, last year the 
Chancellor announced only a one year review and settlement.  As a 
result, there remains uncertainty and risk around future funding levels.   
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The increase in general fund to £12m represents 3.4% of our net 
revenue budget, reflecting a prudent level of reserves to manage this 
risk and uncertainty. 

Other considerations notes 
contingent liabilities as a result of 
uncertainty created by the 
pandemic. The relevant note in the 
accounts talks to uncertainty in 
funding beyond 21/22 yet the 
forecast projects clear increases in 
funding. So it is unclear to me what 
the uncertainty is and why it is any 
more significant that previous years. 

David 
Daw 

JAC Bundle  21  The uncertainty referenced here is twofold:‐ 
 The economic uncertainty created by the pandemic, and how 

this might affect future government spending plans creating 
significant uncertainty within our future financial planning.  It is 
against this backdrop that our financial sustainability, and 
therefore questions of going concern basis for the presentation 
of the financial statements need to be considered; and 

 The nature of the pandemic, and our organisational responses 
to this, may bring about future liabilities which at the time at 
which the financial statements are being prepared we cannot 
identify or quantify.  It is hard to speculate what these might 
be, but we recognise that the unprecedented nature of the 
pandemic drives an underlying uncertainty in this regard. 

Overall reported crime is down 14%. 
The categories highlighted are down 
by between 23 and 33% so 
presumably other categories have 
increased. It would be good to know 
which categories of crime have 
increased and whether they have an 
implication for future operational 
planning and funding. 

David 
Daw 

JAC Bundle  27  The biggest increases in demand relate to COVID‐19 enforcement 
activity, which was entirely new demand resulting from the restrictions 
and guidance that the government has set and varied throughout the 
pandemic.  This demand has largely receded as restrictions have lifted, 
and more traditional demand pressures have returned. 
There were some areas of demand which did see increases, including 
violence against the person (+2%), Sexual Offences (+10%) and Fraud is 
up by 72%.  We continue to work on our Force Management Statement, 
which we expect to be published later in the Autumn which will provide 
further analysis around our demand and our forecasts for this. 

Revenue expenditure 4th para ‐ I 
couldn’t see where the £314m 
comes from in the table? 

David 
Daw 

JAC Bundle  29  £314m is the Revenue Outturn position prior to final adjustments e.g. 
reserve movements, provisions and carry forwards.  The £314m and 
was identified on Appendix A of the Revenue and Capital Financial 
Performance report to 31 March 2021, which was reported to Police 
and Crime Board in June.  £328m included in the table for revenue 
expenditure in the year is the equivalent of this £314m figure plus all of 
the year‐end adjustments. 
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Capital Expenditure – has been 
impacted by the pandemic and 
requires re‐profiling. Again I’m sure 
this is the case but can we be more 
specific on how and why? 

David 
Daw 

JAC Bundle  30  Capital expenditure plan is reviewed and forecast updated quarterly, 
and reported into Police and Crime Board (June PCB our 2020/21 capital 
outturn was reported).  Where projects are paused or significantly 
delayed, costs are flagged for carry forward and will be built in to the 
MTFP for the following year.  We continue to see delays in capital spend 
due to suppliers lead times being unusually long (particularly for 
example in vehicles delivery times), and in some of our estates projects 
we have paused our plans allowing the new PCC to review and set the 
forward strategy. We are constantly reviewing and adjusting our plan in 
line with latest information. 

I noted the proposal has been 
reduced by the PCC in response to 
PCP veto – has the PCP now 
approved the new proposal? 

David 
Daw 

JAC Bundle  32  Yes the PCP met on 19th February and reviewed and approved a revised 
proposal. 

Any increases in other crimes in 
addition to those mentioned, e.g. 
domestic abuse? 

Zoe Rice  JAC Bundle  26  While it was expected that Domestic Abuse would rise at the start of 
the pandemic, the force actually experienced a drop in recorded crime 
initially during the first hard lockdown. As the most severe restrictions 
eased so the reports of Domestic Abuse crime went up, reaching a peak 
in July 2020 before dropping again during the autumn and winter 
lockdowns. December 2020 showed the usual peak seen covering the 
Christmas period with further drops in January 2021 and February 2021. 
The figures started to rise in early summer towards the summer peak. 
The number of calls for service (Domestic Abuse Incidents) reflects the 
trends seen for recorded crime. 
We continue to work on our Force Management Statement, which we 
expect to be published later in the Autumn which will provide further 
analysis around our demand and our forecasts for this. 

The % of part time police officers 
and PCSOs appears very low. Is this 
an identified issue? I’m thinking in 
relation to women, other 
underrepresented groups and being 
a flexible and attractive employer? Is 

Zoe Rice  JAC Bundle  26  Whilst the number of part time officers and part time PCSOs appears to 
be low in proportion to the whole workforce, we do have various 
flexible working patterns throughout the Force that allow officers and 
PCSOs to work full‐time with the flexibility to cover the necessary hours. 
We are aiming to improve our data collection in order to capture the 
number of workers with flexible working patterns which will provide 
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this being addressed through any 
existing work plans? 

some explanation to this table in future years and allow for an 
improved interpretation of the figures. 
In addition, due to the requirements of PCDA, officers in the first 3 
years of training are full time. So whilst we may have increased the 
number of female officers, part‐time working may have decreased 
during this uplift period.  
 

‘We were over‐established in officer 
numbers’ Please explain what ‘over‐
established’ means. 

Zoe Rice  JAC Bundle  29  We budget for a certain number of posts, which is known as our 
“establishment”.  Where there are more actual officers than we 
budgeted for then we would identify this as being “over‐established”. 
As we deliver the uplift in officer numbers the total number of officers 
is growing across the year.  In a period of growth our budgets would be 
set based on our estimate of the total cost across the year.  When this is 
converted into officer numbers (our establishment) this provides an 
average number of officers for the year.  However, as we continue to 
deliver growth the actual number of officers is greater than this, 
reflecting the fact that as we go into a new financial year we have to re‐
set our establishment to a higher position to both fund the new officers 
for a full financial year, and provision for the additional officers we 
expect to be added over the course of the year.  Once we achieve uplift 
(March 2023) we would expect our establishment to stabilise as our 
recruitment is no longer driving growth, but maintaining our officer 
establishment. 

Overspend for the ‘central and misc. 
costs’. What were the factors behind 
this? 

Zoe Rice  JAC Bundle  30  There was an increase to the insurance provision to ensure sufficient 
cover was maintained.  Additionally, there was a transfer to the general 
reserve of £3m funded from underspends, as well as other transfers to 
reserve in support of the new PCC and our future capital programme. 

OPCC staff survey. Please include 
number of people who completed 
survey. 

Zoe Rice  JAC Bundle  39  There were 19 responses to the OPCC survey out of a potential 25 staff; 
a completion rate of 76%. 
 

Lammy Review Group: ‘A challenge 
in the coming year will be how, 
without the presence of that group, 

Zoe Rice  JAC Bundle  43  Local Lammy recommendations will be overseen by the Avon and 
Somerset Criminal Justice Board which the PCC will chair. 
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the recommendations are 
implemented and overseen across 
organisations.’ 
Given the investment to date in this 
area and its importance, what are 
the plans to take this work forward? 

In addition the OPCC an SLT member has now taken on the lead for 
Equality, Diversity and Inclusion as a portfolio. The draft priorities for 
the new Police and Crime Plan include two objectives which relate to 
the Lammy work: 
4.1.    The workforce will be more representative of the communities 
we serve. The police and the Office of the Police and Crime 
Commissioner will achieve this by improving recruitment, retention and 
progression of those currently under‐represented. 
4.2.    Reduce inequality and disproportionality in the Criminal Justice 
Service. 
As part of developing the new plan the PCC will be also be developing a 
more robust scrutiny and performance arrangements which means all 
plan objectives will receive regular oversight. 

Deployment and crime allocation. 
Describes previous issues and new 
guidance etc developed. Have 
improvements in practice been 
observed as a result? 

Zoe Rice  JAC Bundle  130  At present, it would be difficult to draw any accurate assessment of the 
extent to which improvements have been noted, following the 
implementation of the new deployment and crime allocation guidance. 
There are a couple of reasons for this:‐ 

 Firstly, it was only implemented in early June 2021. This 
coincides with a period where we have seen significant demand 
fluctuations, exacerbated by the relaxation of COVID 
restrictions. Insufficient time has passed for us to make a 
reasonable assessment. 

 Secondly, many elements of the new guidance were not fully 
effective from June 2021. Due to the steady recruitment of staff 
through Uplift, particularly into Investigations, it was agreed 
that certain elements would not become fully effective until 
much later.  

Nevertheless, early indications are that we have seen significant 
improvements in the way resources have been deployed over the last 
few weeks… possibly indicating the core principles of the guidance are 
being followed more closely. Further evaluation work will be reported 
over the next 3 months. 
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Portfolio Management Office (PMO) 
– please explain what this is. 

Zoe Rice  JAC Bundle  133  The Portfolio Management Office manages the structure and reporting 
for all formal meetings of the Constabulary and OPCC.  The team also 
regularly reports on the status of all projects ongoing throughout the 
Force, and supports chief officers and senior leaders in co‐ordinating 
the resourcing and prioritisation of our change activity. 

‘BLM’. Suggest use full version: 
‘Black Lives Matter’  
 

Zoe Rice  JAC Bundle  137  Amendment to be made 
 

General observation – the report 
often uses numerical information to 
demonstrate 
impact/effectiveness/improvements, 
e.g. increase in numbers of job 
applicants, numbers of 
recommendations following audits. 
For future reports, it may be 
beneficial to consider how this could 
be supported through greater use of 
qualitative information, e.g. quotes, 
case studies.   

      Noted 

(Page 23 ‐ 108) [Repeats OCC 
Accounts Pages 109 ‐ 170] 

Martin 
Speller 

OPCC & CC 
Accounts 

Page 23‐
108 OPCC 
& Page 
109‐170 
CC  

The narratives will be broadly similar due to focusing on the same data 
and activities that have been carried out during the financial year. 
Accounting policies will be the same as we do not differentiate 
treatment between the OPCC and the CC. As with the financial data, 
this will be very similar due to being from the same data source. 

Operational Performance 
  
I noted the overall reduction in 
crime of 14.1% and the fact the 
significant reductions are in theft / 
burglary / vehicle offences.  These 
figures are as you would expect with 
more people staying at home.   

Martin 
Speller 

OPCC 
Accounts 

Page 27  While it was expected that Domestic Abuse would rise at the start of 
the pandemic, the force actually experienced a drop in recorded crime 
initially during the first hard lockdown. As the most severe restrictions 
eased so the reports of Domestic Abuse crime went up, reaching a peak 
in July 2020 before dropping again during the autumn and winter 
lockdowns. December 2020 showed the usual peak seen covering the 
Christmas period with further drops in January 2021 and February 2021. 
The figures started to rise in early summer towards the summer peak. 
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What has not been stated is whether 
some of the ‘at home’ crimes of 
domestic abuse et al (reported 
widely in the media) have gone up.   
  
Are there figures out there which 
might give rise to concern?   

The number of calls for service (Domestic Abuse Incidents) reflects the 
trends seen for recorded crime. 
We continue to work on our Force Management Statement, which we 
expect to be published later in the Autumn which will provide further 
analysis around our demand and our forecasts for this. 

Financial Performance.  I am unclear 
why this section talks of a £6.7M 
cost pressure and a £14.1M 
underspend. 

Martin 
Speller 

OPCC 
Accounts 

Page 29  The £6.7m mentioned relates to the budget savings required to produce 
a balanced budget.  This is the net result after matching expected 
funding against the forecasted increase in inflation and costs.   
Our actual performance against budget is then monitored, and reported 
an underspend of £14.1m. 
Financial performance here can reflect; 

 the identification of further savings (both temporary and 
recurring); 

 the introduction of additional funding above that budgeted for‐ 
this was the case in 2020/21 as Covid‐19 costs were reimbursed 
through additional grant funding; and 

 the timing of spend against plan ‐ this was the case in 2020/21 
where in particular the challenges introduced by the pandemic 
impacted on recruitment timescales largely for staff, resulting in 
an underspend against budget. 

Capital Expenditure.  
  
I am unclear what a 'digital project' 
is when there is a line entry ICT 
replacement and renewal; ditto for 
estates.   
  
Also what is a ‘Funded / Part Funded 
Project’? 

Martin 
Speller 

OPCC 
Accounts 

Page 30  The ‘replacement and renewal’ line entries relate to capital spend on 
items to update assets we currently own e.g. laptops.  
The project line entries generally relate to one‐off high value, longer 
term projects and spend types.  
For example in ICT, new laptops are classified as ‘replacement & 
renewal’ whereas the ERP project (through which we will implement 
new corporate organisational systems for the management of staff and 
finances) is categorised as a ‘Digital project’.  
Within Estates, a typical ‘replacement and renewal’ item would be a 
boiler replacement or the refresh of a meeting room whereas an ‘Estate 
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project’ would be the provision of a new police station or building or 
the significant refurbishment of an existing building (e.g. as at Kenneth 
Steele House). 
 
“Funded/Part funded” projects are items of capital spend within the 
joint arrangements or collaborations.  Examples here might include 
where we are providing assets (e.g. vehicles) for a collaboration where 
Avon and Somerset is the host force (e.g. the South West Regional 
Organised Crime Unit), where the funding of the capital cost is provided 
for through the collaboration, and the Constabulary only funds the 
project up to the relevant percentage they are committed to in the 
particular collaboration. 

Financial Outlook.   
  
The table runs for 5 years 2021/22 
through to 2025/26.   
  
Key assumptions are described.  Is it 
realistic to assume a forecast out to 
2025/26 with so many uncertainties, 
fluctuations and unknowns.   
  
Should we not consider current year 
and next two only? 

Martin 
Speller 

OPCC 
Accounts 

Page 31‐32  In line with CIPFA recommendations our Medium Term Financial Plan 
extends to 5 years so as to provide a view of both short and longer term 
risks and opportunities which will allow all our plans to be based on 
both medium and longer‐term strategy rather than only immediate 
requirements.  This approach, we believe, is a responsible way of 
managing our public funding and provides the best basis for the 
organisation to be fit for the future. 
 

Section 14 Joint Arrangements.  I just 
wonder why the nine ‘Joint 
Operation’ initiatives are not 
consistently ALL the SW 
Constabularies.  By not following a 
single corporate approach are there 
not overlaps arising out of ad hoc 
arrangements? 

Martin 
Speller 

OPCC 
Accounts 

Page 78  The South West collaborations are arrangements set up over time and 
are available to all South West Forces.  Some Forces choose not to be 
part of a collaboration because they have alternative arrangements in 
place. 
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Whilst I recognise the challenges 
posed in rape and sexual offences 
cases it is a concern that we do not 
do better in this area. 
Can you be more overt in the 
reasons behind this. 

Jude 
Ferguson

OPCC 
Accounts 

  We recognise how important being successful in rape and sexual 
offences is and it is a high priority for the constabulary. Project 
Bluestone has been set up to focus on improving results and research 
into these types of crimes. More information around this project will be 
made available in the near future. 

Table. Why was there such a 
significant underspend against 
Investigations? £4.028m 

Jude 
Ferguson

OPCC 
Accounts  

Section 4.1  The reported underspend relates to a high level of police officer 
vacancies in the Investigations department throughout the year.  The 
year started with just over 74 FTE vacancies and increased until the 
appointment of Detective Now and DHEP (Degree Holder Entry 
Programme) officers in February 2021.  In March 2021 the officer 
vacancies had reduced to 47.75 FTE and there is an ongoing plan to 
both fill these posts and begin to grow detective numbers during 2021.  
In addition to these funded officer posts there are some staff 
Investigator posts to support the demand created by the vacant officer 
posts.   
 

Do short and long term investment 
strategies ensure the best returns on 
reserves/ cash? 

Jude 
Ferguson

OPCC 
Accounts 

Section 4.4  Yes, both long and short term investments are carefully considered in 
line with the Treasury Management Strategy and an experienced 
treasury team at Somerset County Council. 
    

Has the projected increase in Council 
tax been moderated to take into 
account the economic impact of the 
pandemic and Brexit. 
 

Jude 
Ferguson

OPCC 
Accounts 

Section 5.1  The government are providing additional funding for a percentage of 
council tax lost as a result of the Covid‐19 pandemic.  When we prepare 
our MTFP at the end of 2021 our precept forecast will be carefully 
reviewed using tax base information from local authorities and an 
estimate of next year’s precept decision will be made.  The MTFP will 
also take into account any implications that have resulted from Brexit. 
 

Has the projected revenue budget 
taken into account sufficiently the 
above alongside the likely impact of 
climate change? 
 

Jude 
Ferguson

OPCC 
Accounts 

Section 5.1  When we prepare the MTFP at the end of 2021, we will consider any 
implications of climate change on our figures and ensure our forward 
projections provide for extra costs accordingly. 
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Bank overdraft? Please explain this 
line in the accounts. 

Jude 
Ferguson

OPCC 
Accounts 

Page 34  This value is as a result of the accounting treatment of the bank 
reconciliation at the year end.  Some banking transactions that happen 
close to 31 March 2021 e.g. Bacs payments, grant receipts do not have 
sufficient time to clear and so temporarily for accounting purposes we 
may show that a bank account is overdrawn but in practice this is a 
timing adjustment and the actual bank account does not go overdrawn. 
 

Why are some accounting standards 
not adopted? 

Jude 
Ferguson

OPCC 
Accounts 

Page 40  Some accounting standards are not adopted as they do not have 
material impact on the accounts and/or the accounting standard is not 
relevant to the transactions that take place in the Statement of 
Accounts. 
 

What is the discount rate referred to 
in the last table on this page? 

Jude 
Ferguson

OPCC 
Accounts 

Page 59  This is the rate used to calculate the value of future payments of 
pensions & lump sums expressed as if in today’s value. The rate will be 
based on market yields at the reporting date of high quality corporate 
bonds. This figure is calculated and used by the actuaries. 
 

Is the system for managing overtime 
effective? 

Jude 
Ferguson

OPCC 
Accounts 

Page 68  Overtime hours are pre authorised by managers and then claimed by 
officers once overtime is completed.   The Finance team regularly 
review overtime spend against budget and seek explanation for 
variances from departmental heads. Significant variances are 
highlighted and discussed at quarterly CMB meetings.  We know that 
any process can be improved and recognise that this is an area we 
would want to review as part of our planned ERP project work. 

 

 
26



MEETING: 
Joint Audit Committee 

DATE: 
20th October 2021 

AGENDA NO: 
 
 

DEPARTMENT: 
OPCC 

AUTHOR: 
Paul Butler 
 

7a 

NAME OF PAPER: 
Annual Accounts Audit Timetable 

PURPOSE: 
Information and Discussion 
 

OPEN SESSION 

 
1. PURPOSE OF BRIEFING NOTE AND BACKGROUND 
 
This briefing note advises members of the Joint Audit Committee (JAC) of the delay to the audit timetable which 
resulted in the accounts not being signed off by the deadline of 30th September 2021. 
 

 
2. POINTS OF NOTE 
 
 The Local Audit and Accountability Act 2014 and the Accounts and Audit Regulations 2015 require the 
publication of our Final Audited Statement of Accounts in accordance with the statutory deadline of 30th 

 September 2021. 
 
Due to the ongoing position of the audit by Grant Thornton it was not possible to meet this deadline, and we 
were therefore required to publish a notice to this effect on the OPCC and Constabulary websites.  There are 
no other regulatory consequences arising out of the delay. 
 
GT advised us by email on 3rd September that the deadline of the 30th would be tight for a number of reasons:
 

 The increased assurance work that auditors are required to carry out nationally; 
 The need to increase sample sizes following completion of IT audit work; 
 Availability of audit team members for a variety of reasons. 

 
Nevertheless, at this stage we were still anticipating that the statutory deadline would be met.  However, on 
14th September the OPCC and Constabulary CFOs, the JAC Chair, and GT met virtually. At this meeting it 
became apparent that it would not be possible to achieve the deadline.   
 
As a consequence, the Joint Audit Committee scheduled for 22nd September 2021 was postponed and the 
appropriate notices placed on Constabulary and OPCC websites. 
 
Following completion of the audit we intend to fully review the position leading to the delay with the 
intention of ensuring that we do not experience similar delays in future years and to ensure that we are 
compliant with statutory requirements. 
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MEETING: 
Joint Audit Committee 

DATE: 
20th October 2021 

AGENDA NO: 
8 
 

DEPARTMENT: 
OPCC 

AUTHOR: 
Ben Valentine 
 

 

NAME OF PAPER: 
OPCC Summary of Strategic Risk 
Management 

PURPOSE: 
Information and Discussion 
 

OPEN SESSION 

 
1. PURPOSE OF REPORT AND BACKGROUND 
 
This report provides members of the Joint Audit Committee (JAC) with an overview of any significant changes to the 
Office of the Police and Crime Commissioner (OPCC) Strategic Risk Register (SRR), and other points related to the 
management of risk, in the period of time since the last JAC meeting held on 14th July 2021. 
 

 
2. POINTS OF NOTE 
 
SR2 – Failure to deliver the Police and Crime Plan 
The recruitment of the permanent Chief Constable is progressing as planned. The selection days are taking place 
on 3rd and 4th November with the Police and Crime Panel confirmatory hearing on 25th November. 
 
Development of the new Police and Crime Plan is also on track. There has been really positive and productive 
engagement from the Constabulary throughout the process. 
 
The draft plan will be published on 15th October and available until 8th November for any feedback. During this 
period the draft plan will be scrutinised by the Police and Crime Panel with the PCC and team attending a meeting 
on 26th October to discuss this with them. 
 
There was limited engagement from strategic partners when given the opportunity to feedback on the draft priorities 
and areas of focus so we will again seek to promote this widely during the above mentioned period. 
 
SR4 – Failure to engage with the public and other stakeholders 
The consultation on the proposed priorities in the Police and Crime Plan saw over 4100 responses. There have 
been some improvements from previous surveys and also some areas to reflect on how we improve future 
engagement, particularly surveys. 
 
The Deputy PCC role will have a focus on supporting and diversifying engagement. 
 
SR6 – Lack of capacity/capability within the OPCC  
The Chief of Staff (CEO) has been confirmed at will start their role in January 2022. The current Interim CEO will 
stay in post until that time. 
 
The Deputy PCC will have their Police and Crime Panel confirmatory hearing on 26th October and will start in their 
role that same week. 
 
SR7 – Failure to deliver commissioned services 
The OPCC Commissioning Review has been completed with a series of recommendations. These were RAG rated 
and the Red recommendations have been discussed with the PCC and decisions made on each. 
 
As the principal commissioned victim support service the review of the Lighthouse Safeguarding Unit is progressing 
with a target of presenting findings to December PCB. 
 
SR9 – Failure to deliver effective and efficient collaborations or outcomes with other partners 
We are trying to mitigate this risk by ensuring partners are engaged with the drafting of the Police and Crime Plan 
with the expectation this engagement continues through to delivery. In addition to engaging on the central A&S plan 
the OPCC will be leading the development of local plans to align with Community Safety Partnerships. 
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Office of the Police and Crime Commissioner for Avon and Somerset 

Strategic Risk Register 

October 2021 

 

A Strategic Risk is anything that might impede the delivery of the organisational objectives. Risk 
management is the process by which these risks are identified, assessed and controlled. This risk 
register is the document which records these risks and related information. 

Risk is assessed by considering the causes of the risk and the consequences if that risk were to 
happen. The scoring is therefore based on the likelihood multiplied by the impact. The below grids 
explain the scoring in more detail. Risk is about planning for the future so when considering the 
assessment it goes beyond current performance. 

 

Im
p

ac
t 

5 
Extreme 

5 10 15 20 25 

4 
High 

4 8 12 16 20 

3 
Moderate 

3 6 9 12 15 

2 
Low 

2 4 6 8 10 

1 
Negligible 

1 2 3 4 5 

 
 

1 2 3 4 5 

  

Rare Unlikely Possible Likely Almost 
Certain 

  Probability 
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Probability 

5 
Almost Certain 

Likely to occur within a twelve-month time period, or about a 75% probability 
of occurrence 

4 
Likely 

Likely to occur within a two-year time period, or about a 50% probability of 
occurrence 

3 
Possible 

Likely to occur within a three-year time period, or about a 25% probability of 
occurrence 

2 
Unlikely 

Likely to occur within a five-year time period, or about a 15% probability of 
occurrence 

1 
Rare 

Likely to occur in a ten year period, or about a 5% probability of occurrence 

 
Impact 

5 
Extreme 

 Fatality of any individual 
 Financial impact greater than £1/2 m 
 Vote of no confidence from Local Authorities - failed 
 National media attention 
 Government/ HO intervention 
 Total disruption to service 
 Exceptional/long term reputational damage 

4 
High 

 Serious life-threatening injury of any individual  
 Financial impact greater than £1/4 m 
 Vote of no confidence from Local Authorities - failed 
 Regional media attention 
 Adverse comment by Minister / auditor 
 Major service disruption/reputational damage 

3 
Moderate 

 Serious non-life-threatening injury of any individual 
 Financial impact greater than £100k 
 Criticism from the Police and Crime Panel 
 Local media attention 
 Significant service disruption 
 Significant reputational damage 

2 
Low 

 Minor injury of any individual  
 Financial impact up to around £100k 
 Multiple thematic complaints 
 Some service disruption 
 Some negative consequences relating to reputation 

1 
Negligible 

 Slight injury of any individual 
 Low level financial loss 
 Isolated complaints 
 Minor service disruption 
 Minor/contained negative consequences 

 
 

The unmitigated scores are the assessment based on the current position with no action taken or 
controls in place. The mitigated scores are based on the success of the controls (anticipated or 
actual) in reducing the risk. 

It should be noted that the OPCC and the Constabulary are separate organisations and therefore 
each may assess the same risk as being at a different level. This is most evident in the risk of failure 
to deliver the police and crime plan. This exists on both Strategic Risk Registers but may score 
differently. One of the main reasons for this is that the OPCC assess delivery of the plan as a whole 
which relies on agencies, other than the Constabulary to fully deliver e.g. the CPS and Courts. 
Whereas when the Constabulary assess this risk they need only consider the parts of the plan they 
are expected to deliver. A difference may also be caused whether considering the risk in the short, 
medium or long term.
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RISK ASSESSMENT 

Risk URN Owner Unmitigated 
Probability 

Unmitigated 
Impact 

Unmitigated 
Risk 

Governance Failure SR1 CEO 5 4 20 
Mitigated 

Probability 
Mitigated 
Impact 

Mitigated 
Risk 

4 4 16 
Mitigated Risk change: 

Cause Impact 
● Loss of experience at the most senior level of the OPCC 
● New duties and expectations of PCCs arising from the national review. Taking on any new 
responsibilities means there are more likely to be governance failures whilst the team learn. 
● Failure to deliver OPCC statutory requirements: 
- Police & Crime Plan and priorities 
- Policing Precept budget 
- Community safety, victims services and other partnership outcomes effectively (SR9) 
- Hold the Chief Constable to account 
- Address conduct or performance of Chief Constable 
- Oversight of complaints against Chief Constable 
- Custody Visiting Scheme 
● Ineffective scrutiny and oversight of services and outcomes delivered by the Constabulary including 
delivery of the Strategic Policing Requirement 
● Failure to ensure adequate transparency of the OPCC and/or the Constabulary 
● Failure to ensure effective risk management and support the delivery of service 
● Failure to ensure Chief Constable sets appropriate culture, ethics and values 
● Lack of control/influence over other Criminal Justice agencies 

● Failure to deliver the Police & Crime Plan (SR2) 
● Financial loss (SR3) 
● Damaged reputation and reduced public confidence (SR5) 
● Damaged relationship with Constabulary, commissioned services or partners 
● Government criticism or penalties 
● Panel criticism 
● Sub-standard performance results and poor inspection outcomes 
● Force not efficient/effective 
● Risks not managed 
● Failure to improve the delivery of the broader Criminal Justice Service 

MITIGATION 
Controls Review date Owner Commentary / Controls updates 

● OPCC Management Board (OMB) - allows greater oversight of performance, risks 
and issues and provides a formal decision making mechanism for non-Constabulary 
business. 
● Permanent Chief of Staff, CFO and DPCC being recruited 
● Police and Crime Board (PCB) 
● PCC and Chief Constable 1:1s 
● OPCC attend Constabulary Management Board and other strategic meetings (open 
invitation from the CC). 
● Audit Committee, audit, annual governance statement 
● Police and Crime Panel meetings 
● COG attendance at weekly OPCC SLT 
● Force Management Statements 
● Police and Crime Plan Annual Report 
● Victim Services appointed and managed by the OPCC Commissioning Team  
● Scheme of governance and Governance Boards 
● Scrutiny of complaints through the Independent Residents Panel 
● SLT lead and increased dedicated capacity to deal with complaints and conduct and 
appeals 
● Transparency Checklist 
● Constabulary governance redesigned through 2020; this will allow greater oversight of 
risk and assurance by the OPCC. 
● Working with Joint DPO to ensure good information governance and compliance with 
GDPR and DPA 2018. 

 
 
 
Oct 2021 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Oct 2021 

CEO 
 
 
PCC/Office Manager 
CEO 
PCC 
CEO 
 
CFO 
PCC 
CEO 
SPPO 
SPPO 
Head of C&P 
CFO 
Volunteer Manager 
Head of C&C 
 
Office Manager 
SPPO 
 
Office Manager/ 
SPPO 

● OMB established Feb 2020 and will be a bi-monthly meeting. 
 
 
● Chief of Staff confirmed; DPCC offered; CFO recruitment postponed until 
2022. 
● PCB is monthly following CMB and continues to be the principal joint 
decision making forum and provides the PCC formal oversight of the 
Constabulary. 
● The internal audit report on governance concluded that the PCC and CC 
have an adequate and effective framework for risk management, governance 
and internal control.  
● CoPaCC transparency award received. 
● OPCC Plans developed with work streams that detail activity covering all 
statutory requirements and OPCC team appointed owners to statutory duties. 
 
 
 
 
 
● New constabulary governance framework including new PQF in transition 
phase. New risk records under development. 
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Risk URN Owner Unmitigated 
Probability 

Unmitigated 
Impact 

Unmitigated 
Risk 

Failure to deliver the Police and Crime Plan SR2 CEO 5 4 20 
Mitigated 

Probability 
Mitigated 
Impact 

Mitigated 
Risk 

4 4 16 
Mitigated Risk change: 

Cause Impact 
● Current plan belongs to previous PCC; new PCC’s plan under development 
● Permanent Chief Constable needs to be appointed 
● Underpinning the delivery risk of all of this is the financial uncertainty and the increased public 
expectation from the additional funding that policing has received both through central government grant 
and local taxpayers’ increase in precept funding 
● Prevention is hard to measure/evidence and needs more than the police to deliver 
● Crime recording/CDI compliance needs improvement 
● Workforce not representative of the communities of A&S; insufficient progress has been made 
● Police response to ‘neighbourhood crimes’ does not meet public expectations 
● Positive Outcomes - not seeing the improvements hoped for - particularly of Op Remedy crimes. 
● Lack of capacity/capability within the Constabulary (see Constabulary SRR commentary) 
● Disproportionate outcomes for minority groups, particularly people that are from an ethnic minority 
● Court backlogs means justice is not being delivered effectively or efficiently 
● National rape crisis reduces confidence in the entire criminal justice system 
● Lack of control/influence over other criminal justice agencies 
● Increased numbers of officers will result in more people going through an already overstretched criminal 
justice system. 

● Loss of legitimacy in the OPCC and Constabulary 
● Loss of public confidence/trust in the OPCC (SR4) and Constabulary 
● Failure to keep people safe 
● Failure to protect and support vulnerable people 
● Failure to bring offenders to justice 
● People will feel unsafe 
● Police and Crime Panel criticism and/or fail to agree precept increase 

MITIGATION 
Controls Review date Owner Commentary / Controls updates 
● Police and Crime Plan development being overseen by joint Programme Board with 
first draft expected by October 21 
● Draft priorities and objectives developed early to allow Constabulary forward planning
● Chief Constable recruitment supported by independent consultant. 
● Governance and scrutiny arrangements will be reviewed during 2021 
● Police and Crime Board (PCB) discusses performance, assurance and risk 
● PCC and Chief Constable 1:1s 
● OPCC attend Constabulary Management Board and other strategic meetings (open 
invitation from the CC). 
● Audits and Inspections (HMICFRS & SWAP) overseen by Joint Audit Committee 
● Internal assurance mechanisms are in place to evaluate delivery of the Plan's 
objectives 
● Oversight of all strategic constabulary data through Qlik 
● Panel Meetings 
● Contacts analysis 

Oct 2021 
 
 
Nov 2021 
Dec 2021 

CEO 
 
SPPO 
 
PCC 
SPPO 
CEO 
PCC 
CEO 
 
CFO 
SPPO 
 
SPPO 
CEO 
Head of Contacts 

● All three workstreams commenced 
 
 
● CC selection days 3 & 4 November. 
 
 
● OPCC attendance at CMB and the PCB which follows this continues to 
work well in terms of assurance and open dialogue about areas of concern 
where the plan may not be delivered. This includes regular sessions on Op 
Uplift and the Futures Programme. 
● The Strategic Threat Assessment and Strategic Intelligence Requirements 
documents raise concerns around the Constabulary's ability to deliver against 
the Plan, but HMICFRS inspections indicate good progress. 
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Risk URN Owner Unmitigated 
Probability 

Unmitigated 
Impact 

Unmitigated 
Risk 

Financial incapability or ineffectiveness SR3 CFO 4 5 20 
Mitigated 

Probability 
Mitigated 
Impact 

Mitigated 
Risk 

4 4 16 
Mitigated Risk change: 

Cause Impact 
● Time required for the new PCC to establish budget and estates strategies 
● Single year settlement for 2021/22 with additional central funding for Op Uplift only. 
● The 2021/22 precept was set at £13.39 per year for the average Band D household (less than the 
maximum £15). 
● Austerity and uncertainty caused by COVID-19 and Brexit: both for policing and the wider economy 
● Risks around pension funds due to wider economic impact. 
● Op Uplift – central funding effectively ring-fenced to deliver the additional officers. In ASC this does not 
cover full costs. 
● Required precept increase may not be supported by Police and Crime Panel. 
● Capital budget not fully funded from 2023/24 – borrowing already at prudent levels and diminishing 
potential for capital receipts. 
● Pay awards may be agreed nationally but not funded through central grants (every 1% pay rise is approx. 
£2.2 million). 
● Increasing pension costs for officers and staff schemes. 
● National work will require local funding with no control over decision making e.g. ESMCP, NPAS, national 
IT. 
● Uncertainty of local costs in high value areas: IT and replacement of SAP. 
● Comprehensive Spending Review due summer 2021 
● Failure to agree, fund or deliver a balanced and sustainable budget. 

● As officer numbers are protected it may mean using officers in roles currently undertaken by civilians if 
other savings do not materialise. 
● Failure to set a sustainable revenue budget or capital plan across the medium term. 
● The need for further savings after 10 years of austerity presents further challenges. 
● Failure to meet heightened expectations of stakeholders 
● Loss of public confidence (SR5) 
● Unable to fund adequate or minimum service 
● Unable to fund delivery of PCC priorities (SR2) 
● Unable to afford change 
● Revenue budget underspends may undermine support from PCP for sustainable increases to the 
precept. 
● Failure to ensure value for money. 

MITIGATION 
Controls Review date Owner Commentary / Controls updates 
● Medium and long term financial planning 
● Regular oversight of revenue & capital budget 
● Maintain adequate risk-assessed reserves 
● Subject to external and internal audit both overseen by the Joint Audit Committee 
● Treasury Management strategy in place outcomes reviewed by CFOs and Finance 
meeting 
● HMICFRS inspection regime 

  CFO 
CFO 
CFO 
CFO 
CFO 
 
CFO 

● MTFP deficit after savings: 
- 21/22 £0 
- 22/23 1,221,000 
- 23/24 2,862,000 
- 24/25 4,362,000 
- 25/26 £8,497,000 
● For the current financial year the underspend has been used to 'accelerate' 
a number of Constabulary plans, used on reducing re-offending work and 
remainder will be put into reserves to manage future risk (particularly relevant 
because of COVID-19). 
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Risk URN Owner Unmitigated 
Probability 

Unmitigated 
Impact 

Unmitigated 
Risk 

Failure to engage with the public and other stakeholders SR4 CEO 4 3 12 
Mitigated 

Probability 
Mitigated 
Impact 

Mitigated 
Risk 

3 3 9 
Mitigated Risk change: 

Cause Impact 
● Limited resources to support this within the OPCC 
● Engagement methods do not always reach a wide audience or different communities or groups 
● Lack of awareness from the public 
● Statutory responsibilities to engage with the Chief Constable, Police and Crime Panel, the public and 
victims prior to publishing a new Police and Crime Plan 

● Reputational damage to both the OPCC and Constabulary 
● Loss of legitimacy in both the OPCC and Constabulary 
● Lack of public confidence in or awareness of OPCC (SR5) 
● Partnership relationships damaged 
● Failure to understand people's priorities and issues re policing and crime and which could be biased by 
only hearing those individuals already proactive/engaged. 
● Police and Crime Plan and delivery not aligned to public concerns and priorities (SR10 & SR2) 

MITIGATION 
Controls Review date Owner Commentary / Controls updates 
● PCC engagement two days a week 
● Police and Crime Plan Consultation (12 weeks) 
 
● Creation of an overarching strategic approach to communications to work in a more 
focused way on strategic priorities and objectives 
● Creation of tactical communications plans for particular workstreams (including public 
engagement/events) with ownership and delivery allocated to one person who is 
accountable 
● OCC/OPCC Corp Comms joint meetings 
● Calendar of regular media appearances / communications activities which will also 
link to national days or weeks where relevant 
● Oversight of Operation Remedy Communications Plan through ongoing meeting 
structure 
● Joint working on communications plans for the Five Big Ideas being implemented by 
the Constabulary including three tier approach to cultural sensitivity training, workforce 
mobilisation, creation of a new cultural intelligence hub to enhance the representative 
workforce programme, engagement and support of communications activity in relation 
to Commission of Racial Equality (CORE) in Bristol 
● Revised stakeholder mapping and management 

 
Oct 2021 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Dec 2021 

Head of Comms 
Head of Comms 
 
Head of Comms 
 
Head of Comms 
 
 
Head of Comms 
Head of Comms 
 
Head of Comms 
 
Head of Comms 
 
 
 
 
Head of Comms 

 
● Survey complete analysis being undertaken in Oct 2021. Consultation on 
draft plan 15 October – 8 November 
● Strategy has been developed for new PCC with overarching theme focusing 
on vulnerable and under-represented communities to build trust and 
confidence 
 
 
 
 
 
 
 
 
 
 
 
 
● Mapping complete - moving to develop proof of concept for user platform 
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Risk URN Owner Unmitigated 
Probability 

Unmitigated 
Impact 

Unmitigated 
Risk 

Lack of public confidence in or awareness of OPCC SR5 CEO 4 3 12 
Mitigated 

Probability 
Mitigated 
Impact 

Mitigated 
Risk 

3 3 9 
Mitigated Risk change: 

Cause Impact 
● Risk that the new PCC fails to deliver on manifesto pledges. 
● The increased visibility of performance presents both an opportunity and risk to confidence depending on 
that performance. 
● Policing failures/adverse incidents (even at an operational level e.g. policing of protests/riots) can impact 
on the perception of the OPCC also - inequality/disproportionality and public order policing particularly 
relevant at this time 
● Failure to engage with the public and other stakeholders (SR4) 
● Failure to discharge statutory duties (SR1) 
● Failure to deliver the Police and Crime Plan (SR2) 
● Public expectation of the role of the PCC may not be matched by available funding or powers of the PCC
● Precept funding fails to deliver expected outcomes (e.g. Op Remedy or PSIs) 
● Failure of the Constabulary to deliver Op Uplift (Force Futures) or if delivered failure to improve outcomes 
would likely impact confidence in the OPCC due to public expectations  
● Court backlogs and national rape crisis reduces confidence in the entire criminal justice system 
● Government may want a more centralised/national approach to policing which may undermine the 
legitimacy of the role of PCCs 

● Loss of legitimacy in the OPCC 
● Failure to demonstrate value for money 
● Could undermine the working relationship between the Constabulary and OPCC 
● Police and Crime Panel failure to support precept increases 
● Low voter turnout in PCC elections 
● Loss of political support for the need for PCCs 

MITIGATION 
Controls Review date Owner Commentary / Controls updates 
● Police and Crime Plan seeks to raise the profile of the OPCC and contribution to 
delivering the plan 
● Gold Groups manage critical issues of public confidence. 
● Engagement activity recorded against SR4 is the primary direct mitigation against this 
risk. 
● Fulfilling statutory duties (SR1) and delivery of the Police and Crime Plan (SR2) are 
critical to ensuring confidence in the PCC. 

Nov 2021 PCC 
 
CEO / Head of Comms 
CEO / Head of Comms 
 
PCC / CEO 

 
 
● The OPCC has a standing invite to all Gold Groups 
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Risk URN Owner Unmitigated 
Probability 

Unmitigated 
Impact 

Unmitigated 
Risk 

Lack of capacity/capability within the OPCC SR6 Office Manager 5 4 20 
Mitigated 

Probability 
Mitigated 
Impact 

Mitigated 
Risk 

4 4 16 
Mitigated Risk change: 

Cause Impact 
● Office is not currently resourced/structured to be able to fully realise the new PCC's ambitions 
● Significant turnover in a short period (March - May 2021) - loss of skills and experience including DPCC, 
CEO (former CFO) and PCC. 
● COVID-19 lockdown has a detrimental effect on the current ways of working on all members of the team. 
The continued risk posed by the virus and potential need to self-isolate. 
● Small size of the organisation and varied specialisms also makes building resilience challenging. 
● A number of single points of failure within the OPCC (can cause risk to materialise temporarily during 
periods of prolonged absence). 
● Insufficient sharing of knowledge or work among the team reduces resilience. 
● ASC OPCC has a relatively small budget (bottom quartile) compared to other OPCCs. 
● Demand too high for current resource levels. 

● Increased likelihood of materialisation of all other strategic risks through delivery failure 
● Delivery of work is late or not to standards of quality desired 

MITIGATION 
Controls Review date Owner Commentary / Controls updates 
● DPCC, Chief of Staff and CFO will be recruited throughout 21/22 
● Office will be subject of review by new Chief of Staff in Q4 21/22 
● Resource planning is part of OMB and informal SLT - all vacancies are being filled. 
● Regular team meetings to share knowledge and resolve issues 
● PDR process and regular supervisory sessions 
● Annual staff survey which forms the basis of a delivery plan 
● Training and development budget maintained 
● Skills matrix maintained 
● Salary levels set at a reasonable market rate and in line with other OPCCs 
● Values and teamwork embedded and recruited to improving retention 

  Office Manager 
Chief of Staff 
Office Manager 
Office Manager 
Office Manager 
Office Manager 
CFO 
Office Manager 
CEO/CFO 
Head of Comms 

 
 
 
 
 
 
 
● Need to refresh the matrix and better embed its use in the process of 
assigning new work 
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Risk URN Owner Unmitigated 
Probability 

Unmitigated 
Impact 

Unmitigated 
Risk 

Failure to deliver commissioned services SR7 Head of C&P 4 4 16 
Mitigated 

Probability 
Mitigated 
Impact 

Mitigated 
Risk 

3 4 12 
Mitigated Risk change: 

Cause Impact 
● Backlogs in Lighthouse (the primary commissioned service) 
● Lack of robust performance framework around commissioned services 
● Additional demand on victim support services; particularly DA and SV 

● Failure to support victims particularly vulnerable victims - PCP Priority 1 (SR2) 
● Loss of public confidence in or awareness of OPCC (SR5) 
● Relationship with Constabulary and partners 
● Reduction or withdrawal of victims grant from Government 
● Failure to devolve further funding/commissioning  

MITIGATION 
Controls Review date Owner Commentary / Controls updates 
● Commissioning review being undertaken following PCC direction. 
● Lighthouse victims' service jointly established with the Constabulary: service under 
joint review. 
● Maintain a sufficiently resourced and prioritised commissioning team within the 
OPCC. 
● Victim Services Provider forum and AWP Partnership Board are regular joint strategic 
meetings with commissioned services. 
● Scan and apply for additional funding as available. 

Nov 2021 
Dec 2021 

Head of C&P 
Head of C&P 
 
Head of C&P 
 
Head of C&P 
 
Head of C&P 

● Red recommendations discussed with PCC and direction given 
 
 
● C&P team at full establishment. 
 
● Additional funding for DA and SV services awarded; as well as micro grants. 
Additional DA and SV funding has been applied for but grants not yet agreed 
by MoJ; 'bridging' funding agreed by OPCC so as not to help prevent 
redundancies. 
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Risk URN Owner Unmitigated 
Probability 

Unmitigated 
Impact 

Unmitigated 
Risk 

Failure to deliver effective and efficient collaborations with other forces SR8 CEO 4 3 12 
Mitigated 

Probability 
Mitigated 
Impact 

Mitigated 
Risk 

4 3 12 
Mitigated Risk change: 

Cause Impact 
● Reduced appetite for regional collaborations due to past failings 
● Failure to agree effective models for collaboration 
● Increased funding for police means the imperative to collaborate is not so pressing 
● Ineffective governance and scrutiny over existing collaborations - lack of accountability 
● Ineffective governance and ownership of regional projects and programmes 
● Tension between local forces and collaborations in terms of competing interests and lack of uniformity of 
people and processes 
● Lack of direct influence/control in order to make changes i.e. everything must be done by (multi-force) 
committee 

● Governance failure as a duty of the PCC (SR1) 
● Failure to deliver value for money 
● Failure to deliver specific services provided by existing collaborations 
● Inefficient compared to other regions/areas 
● Criticism from HMICFRS 
● Government scrutiny/intervention 
● Lack of resilience otherwise provided by a collaboration 
● Forced to accept others terms from future alliances or mergers 

MITIGATION 
Controls Review date Owner Commentary / Controls updates 
● South West Regional PCCs are politically aligned and will start working together 
● Strategic Collaboration Governance 
● Regional commissioning and programme boards and policy officer 
● SWAP appointed as Internal Auditor (from April 2019) - working in partnership with 
other regional forces 
● Regional ACC has been in place (in line with HMICFRS recommendations) 

  SPPO 
CFO 
CFO 

● Given the reduced strategic oversight of the Collaboration Boards need to 
increase scrutiny within OPCC. New Constabulary IPQR will include aspects 
of collaboration performance in Key Performance Questions. Full assurance 
ratings still not in place. 
● Remaining collaborations are largely mandated: 
- Regional Organised Crime Unit 
- Counter Terrorism Police 
- Forensics 
- Special Branch 
- NPAS 
- Tri Force Firearms Training 
- Major Crime Investigations 
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Risk URN Owner Unmitigated 
Probability 

Unmitigated 
Impact 

Unmitigated 
Risk 

Failure to deliver effective and efficient collaborations or outcomes with other partners SR9 CEO 4 4 16 
Mitigated 

Probability 
Mitigated 
Impact 

Mitigated 
Risk 

4 3 12 
Mitigated Risk change: 

Cause Impact 
● Home Office review of PCCs is resulting in changes to the roles and responsibilities (including direction 
to extend portfolio to Fire & Rescue Services); increased expectations. 
● Partner funding remains under pressure with financial settlements not keeping pace with inflation and 
demand. This increases the risk of demand and funding requests moving to the ASC and OPCC 
● Macro-economic factors could have a detrimental effect on partners, particularly Local Authorities. This 
financial position could cause partners to withdraw or reduce levels of service to partnerships 
● Failure to put in place effective governance and ownership of partnership working 
● Differing priorities and leadership of agencies 
● Lack of accountability 
● Lack of meaningful 'live' information sharing 

● Governance failure as a duty of the PCC (SR1) 
● Failure to deliver the Police and Crime Plan (SR2) 
● Failure to deliver a whole systems approach to crime and continue the 'revolving door' of offending and 
victimisation 
● Failure to deliver value for money 

MITIGATION 
Controls Review date Owner Commentary / Controls updates 
● PCC chairs LCJB and OPCC continue to be represented at CSPs, Children's Trusts, 
Health and Wellbeing Boards 
● Meetings (outside of Boards) with LA chairs/CEOs; CSP Chairs 
● Criminal Justice Transformation 
● Resolve Programme (reducing re-offending) now operating at force and regional level
 
● Violence Reduction Units 
 
● Safer Streets Funding 
● PCC applying to sit on Fire Authorities 
● Information sharing relevant to all partnership working; particularly CJ, reducing 
reoffending and VRUs 

 
 
 
 
 
 
 
 
Dec 2021 

CEO 
 
CEO 
Senior C&P Officer 
Senior C&P Officer 
 
Senior C&P Officer 
 
C&P Team 
CEO 
Respective Strategic 
Groups 

 
 
 
● CJ work now led by a Senior C&P Officer in the OPCC 
● Reducing re-offending work now led by a Senior C&P Officer in the OPCC 
and a Regional SRO 
● HO confirmed A&S funding for 2021/22. Planning to maintain the current 
model with the same level of devolved funding. 
● Successful bids: SSF2 (21-22) Bristol and SSF3 (VAWG) North Somerset  
●  
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ANNUAL REPORT 1 APRIL 2020 – 31 MARCH 2021 
 

AVON AND SOMERSET JOINT AUDIT COMMITTEE 
 
INTRODUCTION 
 
The principles of good governance as set out by the Chartered Institute of Public 
Finance and Accountancy (CIPFA), and the Financial Management Code of Practice 
for the Police Service of England and Wales, mandate the need for a Joint Audit 
Committee (JAC) as an independent body to serve and oversee the Police and 
Crime Commissioner (PCC) and the Chief Constable (CC). 
 
The purpose of the JAC is to provide independent oversight and advice on 
governance and risk management. This will help ensure public trust and assure 
confidence in the governance of the PCC and CC. The JAC also helps the PCC 
discharge their statutory duties in holding the force to account, managing risk and in 
approving annual accounts and audit opinions. 
 
This is the annual report of the independent JAC for the PCC and CC of Avon and 
Somerset. 
 
CIPFA suggests that the annual report is a helpful way to hold the committee to 
account and sets out a number of aspects that should be considered: 

 whether the committee has fulfilled its agreed terms of reference 
 whether the committee has adopted recommended practice 
 whether the development needs of committee members have been assessed 

and whether committee members are accessing briefing and training 
opportunities 

 whether the committee has assessed its own effectiveness or been the 
subject of a review and the conclusions and actions from that review 

 what impact the committee has on the improvement of governance, risk and 
control within the authority. 

 
This annual report will be structured around these five criteria. 
 
HAS THE COMMITTEE FULFILLED ITS AGREED TERMS OF REFERENCE 
 
In accordance with the terms of reference the JAC has met four times in the financial 
year on the following dates: 
8th July 2020 
23rd September 2020 
27th November 2020 
27th January 2021 
 
It should be noted that the November meeting was an exceptional meeting for the 
purpose of reviewing the External Audit Annual Report. The meeting that would have 
taken place in March 2021 was deferred to 22nd April 2021 due to attendance issues. 
 
In accordance with the terms of reference all meetings were quorate; January had 
three members in attendance but the other meetings had all four members present. 
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The meetings were also attended by relevant parties from the Office of the PCC, the 
Constabulary, Internal Audit and External Audit. Papers and minutes have been 
published. 
 
Commissioned Internal Audit 2020/21 
 
Audits 
During the year under review, South West Audit partnership (SWAP) completed ten 
substantive audits in accordance with the 2020/21 plan. 
 
The audit opinions were as follows: 

 High Limited – 3 
 Low Reasonable – 1 
 Mid Reasonable – 4 
 High Reasonable – 2 

There were 15 Priority 2 recommendations and 12 Priority 3 recommendations. 
 
From the previous year’s commissioned internal audits there were 2 
recommendations outstanding due for completion in October and December 2021. 
 
An internal audit plan for 2021/22 was agreed at the April 2021 meeting of the JAC. 
 
Annual report of the Internal Auditor 
SWAP – acting as the joint head of Internal Audit – have given an annual opinion of 
reasonable assurance on the overall adequacy and effectiveness of the PCC’s and 
CC’s frameworks of governance, risk management and internal control. 
 
At first look it may seem contradictory that the annual opinion is one of reasonable 
assurance where the majority of audits completed in that year came back as partial 
assurance. It has been discussed, and accepted by the JAC, that the legitimate 
reason for this is that both organisations have a sound understanding of their risks 
and many of these audits have been intentionally targeted where there are 
recognised control weaknesses. 
 
The report also highlights the coverage of the year’s audits and that most of the 
activity relates to enabling functions rather than operational policing. As an audit 
committee we are comfortable with this approach because operational policing is 
subject of statutory inspection by Her Majesty’s Inspectorate of Constabulary and 
Fire and Rescue Services (HMICFRS) and assurance can be gained from this. 
 
Part of the remit of the JAC is to ensure value for money. One element where this 
directly relates to the work of the JAC is the appointment of the Internal Auditor and 
ensuring they are working effectively. At the start of their tenure SWAP set out how 
they measure their performance and this is reported on in their annual report. There 
are three areas of performance: completion of audit plan, quality of audit work and 
value. The audit plan was almost entirely complete except for one aspect of regional 
work. All of their recommendations were accepted and they reported 100% client 
satisfaction. In addition all of the SWAP team are qualified or working towards a 
qualification. 
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External Audit 
 
Grant Thornton continued as external auditor appointed through the Public Sector 
Audit Appointments process.  
 
2019/20 annual accounts 
The external auditor issued unqualified audit reports for the 2019/20 PCC and OCC 
accounts and their detailed reports and audit letter are published on the PCC’s 
website. In addition, no issues arose from their assessment of the PCC’s and Chief 
Constable’s arrangements to secure value for money. 
 
2020/21 annual accounts 
The draft accounts of the PCC and CC have been reviewed by the JAC. 
 
HAS THE COMMITTEE ADOPTED RECOMMENDED PRACTICE 
 
The committee has used the CIPFA good practice framework to review itself as part 
of the Annual Report process (Appendix 1).  
 
HAVE THE DEVELOPMENT NEEDS OF COMMITTEE MEMBERS HAVE BEEN 
ASSESSED AND WHETHER COMMITTEE MEMBERS ARE ACCESSING 
BRIEFING AND TRAINING OPPORTUNITIES 
 

Over the last year the JAC has briefings and training on the following topics: 

To be confirmed 

 
HAS THE COMMITTEE ASSESSED ITS OWN EFFECTIVENESS OR BEEN THE 
SUBJECT OF A REVIEW AND THE CONCLUSIONS AND ACTIONS FROM THAT 
REVIEW 
 
The Committee has assessed its own effectiveness based on CIPFA guidance as 
part of the Annual Report process (Appendix 2). 
 
WHAT IMPACT HAS THE COMMITTEE HAD ON THE IMPROVEMENT OF 
GOVERNANCE, RISK AND CONTROL WITHIN THE AUTHORITY 
 
The most significant areas where the JAC adds value is in the oversight of the 
external audit, commissioned internal audit and the scrutiny of the organisations’ 
Strategic Risk Registers. 
 
 
JUDE FERGUSON 
CHAIR AVON AND SOMERSET JOINT AUDIT COMMITTEE    
Contact Officers: Paul Butler, PCC CFO 
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Appendix 1 – Self-assessment of good practice 
(CIPFA – Audit Committees Practical Guidance for Local Authorities and Police 2018 
Edition) 
 
Audit Committee Purpose and Governance Yes Partly No 
1. Do the organisations have a dedicated audit committee?    

2. Does the audit committee report directly to full council? 
(Applicable to local government only). 

- - - 

3. Do the terms of reference clearly set out the purpose of the 
committee in accordance with CIPFA’s Position Statement? 

   

4. Is the role and purpose of the audit committee understood and 
accepted across the organisations? 

   

5. Does the audit committee provide support to both organisations in 
meeting the requirements of good governance? 

   

6. Are the arrangements to hold the committee to account for its 
performance operating satisfactorily? 

   

Functions of the Committee Yes Partly No 
7. Do the committee’s terms of reference explicitly address all the 

core areas identified in CIPFA’s Position Statement? 
   

 Good Governance    

 Assurance Framework, including partnership and collaboration 
arrangements 

   

 Internal Audit    

 External Audit    

 Financial Reporting    

 Risk Management    

 Value for Money (VfM) or Best Value    

 Counter-fraud and corruption    

 Supporting the ethical framework    

8. Is an annual evaluation undertaken to assess whether the 
committee is fulfilling its terms of reference and that adequate 
consideration has been given to all core areas? 

   

9. Has the audit committee considered the wider areas identified in 
CIPFA’s Position Statement and whether it would be appropriate 
for the committee to undertake them? 

   

10. Where coverage of core areas has been found to be limited, are 
plans in place to address this? 

   

11. Has the committee maintained its advisory role by not taking on 
any decision-making powers that are not in line with its core 
purpose? 
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Membership and Support Yes Partly No 
12. Has an effective audit committee structure and composition of the 

committee been selected? 
This should include: 
 separation from the executive 
 an appropriate mix of knowledge and skills among the 

membership 
 a size of committee that is not unwieldy 
 consideration has been given to the inclusion of at least one 

independent member (where it is not already a mandatory 
requirement) 

   

13. Have independent members appointed to the committee been 
recruited in an open and transparent way and approved by the 
PCC and Chief Constable as appropriate for the organisation. 

   

14. Does the chair of the committee have appropriate knowledge and 
skills? 

   

15. Are arrangements in place to support the committee with briefings 
and training? 

   

16. Has the membership of the committee been assessed against the 
core knowledge and skills framework and found to be 
satisfactory? 

   

17. Does the committee have good working relations with key people 
and organisations, including external audit, internal audit and the 
chief financial officer (CFO)? 

   

18. Is adequate secretariat and administrative support to the 
committee provided? 

   

Effectiveness of the Committee Yes Partly No 
19. Has the committee obtained feedback on its performance from 

those interacting with the committee or relying on its work? 
   

20. Are meetings effective with a good level of discussion and 
engagement from all members? 

   

21. Does the committee engage with a wide range of leaders and 
managers, including discussion of audit findings, risks and action 
plans with responsible officers? 

   

22. Does the committee make recommendations for the improvement 
of governance, risk and control and are these acted on? 

   

23. Has the committee evaluated whether and how it is adding value 
to the organisation? 

   

24. Does the committee have an action plan to improve any areas of 
weakness? 

   

25. Does the committee publish an annual report to account for its 
performance and explain its work? 
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Appendix 2 – Evaluating the effectiveness of the audit committee 
(CIPFA – Audit Committees Practical Guidance for Local Authorities and Police 2018 
Edition) 
 
Assessment key 
5 Clear evidence is available from a number of sources that the committee is actively 

supporting improvements across all aspects of this area. The improvements made are 
clearly identifiable. 

4 Clear evidence from some sources that the committee is actively and effectively 
supporting improvement across some aspects of this area. 

3 The committee has had mixed experience in supporting improvement in this area. There 
is some evidence that demonstrates their impact but there are also significant gaps. 

2 There is some evidence that the committee has supported improvements, but the impact 
of this support is limited. 

1 No evidence can be found that the audit committee has supported improvements in this 
area. 

 
 
Areas where the audit committee can add value by supporting 
improvement 

Overall assessment: 
5 – 1 (see key above) 

Promoting the principles of good governance and their application to 
decision making 

2 

Contributing to the development of an effective control environment 
 

2 

Supporting the establishment of arrangements for the governance of 
risk and for effective arrangements to manage risks 

3 

Advising on the adequacy of the assurance framework and considering 
whether assurance is deployed efficiently and effectively 

2 

Supporting the quality of the internal audit activity, particularly 
by underpinning its organisational independence 

4 

Aiding the achievement of the organisations’ goals and objectives 
through helping to ensure appropriate governance, risk, control and 
assurance arrangements 

2 

Supporting the development of robust arrangements for ensuring value 
for money 

2 

Helping the organisations’ to implement the values of good 
governance, including effective arrangements for countering fraud and 
corruption risks 

2 

Promoting effective public reporting to the organisations’ stakeholders 
and local community and measures to improve transparency and 
accountability 

2 
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Internal Audit  Risk  Special Investigations  Consultancy       
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11a 

Avon & Somerset Constabulary and Office of the 
Police and Crime Commissioner 
Joint Audit Committee (JAC) 
 

Report of Internal Audit Activity - October 2021   
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Executive Summary 

 

 

SWAP work is completed to comply with the International Professional Practices Framework of the Institute of Internal Auditors further guided 
by interpretation provided by the Public Sector Internal Audit Standards (PSIAS) and the CIPFA Local Government Application Note. 

Page 1  
 

 
Unrestricted Unrestricted 

The Assistant Director  is  required  to 
provide an annual opinion to support 
the Annual Governance Statement. 
 
As part of our plan progress reports, 
we  will  look  to  provide  an  ongoing 
opinion  to  support  the  end  of  year 
annual opinion.  
 
We  will  also  provide  details  of  any 
significant  risks  that  we  have 
identified in our work. 
 
We  have  sought  to  make  our 
Committee Papers more concise and 
as such, we will formally report on our 
performance once a year. To support 
this, we have included a reminder of 
our  assurance  opinions  and  risk 
assessment  in  Appendix  B,  to  avoid 
duplication in each report presented.  
 
The Chief Executive for SWAP reports 
company  performance  on  a  regular 
basis  to  the  SWAP  Directors  and 
Owners Boards.  
 
 
 
 
 

 Audit Opinion and Summary of Significant Risks 

   

Progress of the 2021/22 Internal Audit Plan 
Work  is underway  to complete  the 2021/22 audit plan and copies of  the  following  reports which have been 
finalised since our last update in July 2021 are submitted with this Quarterly Update: 

 Assurance Mapping (Q2) Position Statement;  
 Use of Force; 
 Remote Working/ Cyber Security; and  
 Complaints Handling. 

 

The Criminal Justice audit report was originally  intended to be presented at this Committee. However, as the 
scope of this work was agreed in the latter half of September 2021 and fieldwork began at the start of October, 
this has not been possible. We intend to have a report ready for the next Committee. 
 

Further detail is provided on the stage of each audit in Appendix A and is summarised in the table below: 
 

Performance Measure  Performance 
Delivery of Annual Audit Plan 

Completed 
Work at Draft Report Stage 

Fieldwork In Progress 
Fieldwork Ready to Start 

Scoping 
Not Yet Started  

 
31% 
0% 
46% 
23% 
0% 
0% 

 

Audit Opinion: 
We are able to provide Reasonable assurance based on work completed to date.  
 

Significant Risks: 
We have not identified any significant risks in our work since the previous update to this Committee. 
 

Follow Ups: 
We have just commenced our programme of Follow Up work for the year and anticipate providing an update to 
the December JAC meeting. 
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Executive Summary   
 

 

SWAP work is completed to comply with the International Professional Practices Framework of the Institute of Internal Auditors further guided 
by interpretation provided by the Public Sector Internal Audit Standards (PSIAS) and the CIPFA Local Government Application Note. 

Page 2  

 

Unrestricted 

Changes to the 2021/22 Audit Plan 
Since the previous meeting of the Committee, a number of minor changes have been agreed to the Internal Audit 
Plan for 2021/22: 
 Due to delays in scoping the Complaints Handling audit and additional areas required to the scope, two days 

have been transferred from the Contingency allocation. This was agreed with Senior Management and the 
Chair of the Joint Audit Committee. 

 The Criminal Justice audit has been deferred to Q3. This has been reported to the JAC prior to publication of 
these papers.  

 

Regional Audit Work 
At the time of writing, fieldwork is ongoing on the Digital Forensics regional work with a view to reporting shortly. 
Following  the  last meeting of  the Committee,  two  further pieces of work have been agreed by  the Regional 
Directors of Finance: Pensions Administration and a Fraud Baseline Review (this is being ‘funded’ by the unused 
days from the regional pot for 2020/21). The Pensions Administration audit will provide assurance on processes 
by the two external pensions administrators for the five Forces and  is due to start  in Q3. The Fraud Baseline 
Review  is  a  product  developed  by  the  SWAP  Fraud  Team,  amended  for  the  Police,  which  will  provide  an 
assessment of the Forces’ position in relation to fraud activity. This is currently in progress.   
 

Completion of the 2020/21 Internal Audit Plan 
 

As reported previously, the Regional Vetting work has reached Draft report stage, whereupon we were asked to 
provide some further information and as such this remains ongoing, although the majority of work is completed. 
The deadline for this information from the Forces was 10th September 2021, however this will not be finalised in 
time for these Papers.  
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Internal Audit Plan Progress 2021/22                                                                                                             Appendix A 
 

 

SWAP work is completed to comply with the International Professional Practices Framework of the Institute of Internal Auditors further guided 
by interpretation provided by the Public Sector Internal Audit Standards (PSIAS) and the CIPFA Local Government Application Note. 

Page 3  
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Link(s) to FMS  Audit Area  Period Audit 
Days  Status  Opinion  No of 

Recs 

1 = Major    3 = Minor 

Recommendations 
1 2 3 

Force  Functions,  Major 
Events, Wellbeing  Organisational Learning from Covid‐19  Q1  15  Completed  Reasonable 3  ‐  1  2 

Knowledge  Management  & 
ICT  Remote Working – Cyber / Data Security   Q1  12  Completed  Limited  4  ‐  3  1 

Governance,  Fraud  &  Risk 
Mgt.  Assurance Mapping  Q1‐4   10  In Progress (2/4 

Completed)  N/A  ‐  ‐  ‐  ‐ 

Managing  Offenders, 
Protecting Vulnerable People  Use of Force  Q2  12  Completed  Reasonable 3  ‐  2  1 

Force‐wide  Functions, 
Responding to the Public  Complaints Handling  Q2  12  Completed  Limited  7  ‐  6  1 

Force‐wide  Functions, 
Knowledge  Management  & 
ICT 

Criminal Justice   Q3  12  In Progress  ‐  ‐  ‐  ‐  ‐ 

Force‐wide Functions, Finance  Environmental Sustainability  Q3  15  In Progress  ‐  ‐  ‐  ‐  ‐ 

Finance 
Key  Financial  Controls:  Accounts  Payable, 
General Ledger & Fixed Assets  Q3  20  In Progress  ‐  ‐  ‐  ‐  ‐ 

Force‐wide  Functions, 
Managing  Offenders, 
Protecting Vulnerable People 

Clinical Governance within Custody  Q4  10  Fieldwork Ready to
Start  ‐  ‐  ‐  ‐  ‐ 

Force‐wide  Functions, 
Protecting Vulnerable People  Victim Support Services  Q4  10  Fieldwork Ready to

Start  ‐  ‐  ‐  ‐  ‐ 

Governance,  Fraud  &  Risk 
Mgt.  Risk Management  Q4  12  Fieldwork Ready to

Start  ‐  ‐  ‐  ‐  ‐ 

Collaborations   Contribution to Regional Police Audits  Q1‐4  5  In Progress  ‐  ‐  ‐  ‐  ‐ 

Governance,  Fraud  &  Risk 
Mgt.  Follow Up   Q1‐4  5  In Progress  ‐  ‐  ‐  ‐  ‐ 

Governance,  Fraud  &  Risk 
Mgt.  Contingency  Q1‐4  10  Not Yet Allocated ‐  ‐  ‐  ‐  ‐ 
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Full details of our audit testing are available upon request.  Our audit assurance framework and definitions can be found here (www.swapaudit.co.uk/audit-framework-and-definitions) 

Assurance Mapping – Position Statement Q2 2021/22 - September 2021 

Unrestricted 

 
 

 
 

 
 

 
 

 
 

Conclusion 
Avon and Somerset Police have begun to collate and record their assurance activity and will continue to progress this over the coming months. The work is being monitored internally by 
the Constabulary Management Board through reports provided by the P&A Department each month and will also be reported into the Strategic Planning Meeting each quarter. We have 
no concerns at this stage with regards to the progress made to date and will continue to help support its delivery through regular engagement with the business throughout the financial 
year. 

 

Audit Background & Scope 

Risks Reviewed  

Assessment 

SWAP have agreed to provide an advisory review of Avon and Somerset Police’s position / progress with regards to their assurance mapping work each quarter. We will also provide 
those in charge of delivering this work with input, insight, expertise, and best practice where appropriate throughout this review. This Position Statement follows our report to the Joint 
Audit Committee in July 2021 and details the progress made since that update. Our findings have been informed by interviews held with the Performance and Assurance (P&A) 
Department in charge of delivering this work and a review of evidence provided to support the progress made.    

Key Findings 

 In July 2021, Avon and Somerset Police’s Strategic Planning Meeting (SPM) approved P&A’s assurance mapping proposals. Following approval, P&A begun to collate and 
catalogue key assurance information that they themselves are aware of into an Excel spreadsheet. This currently includes the type of assurance activity being undertaken, 
key contacts in charge of delivering the work, the status of the work and its start and planned completion date. P&A are still in the process of collating this information and 
will look to engage more widely with other departments and directorates to ensure the assurance activity being captured is accurate and complete. In addition to initial 
gathering and input of assurance information, P&A also acknowledge the need to clearly define what the organisation considers to be assurance activity and set standards 
and metrics for how it will assess and rate the effectiveness of assurance to help ensure consistency in the assurance mapping process. This procedure should be completed 
by P&A by the end of September 2021.  

 The assurance activity captured by P&A is currently only being linked to one of the six Assurance Frameworks at Avon and Somerset Police. These are the National Outcomes, 
Police and Crime Plan Priorities, Integrated Performance and Quality Framework, National Vulnerability Action Plan, PEEL and HMIC Building Blocks. P&A are currently in the 
process of establishing how best to record where assurance activity can be applied to more than one of these Assurance Frameworks. Avon and Somerset Police’s new 
Corporate Risk Framework which will sit alongside the assurance map is planned to go live in September 2021. Once this is in place, the intention is to also link assurance 
activity to one (or more) of the organisation’s strategic risks. Avon and Somerset Police can then begin to use this information to help identify gaps in assurance, any 
duplication or over assurance. In addition, the organisation should also have a clearer understanding on whether assurance activity is helping to mitigate its key strategic 
risks or if it forms part of its overall improvement activity (or both).  

 The organisation’s assurance map is currently being captured within an Excel spreadsheet. However, the intention is to utilise other software solutions such as Qlik to present 
and analyse the information. P&A are still in the process of gathering the information that will be used to inform the assurance map and will look to explore solutions at a 
later stage of the project. P&A are confident that they will have a clearer idea of what a final product may look like and how it will work by the end of the calendar year.  

Audit Objective 
To provide an independent update to the Joint Audit Committee and Senior Management on the progress of Avon and Somerset Police’s assurance mapping 
activity.  
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Key Findings Audit Scope 

 

Summary 

Governance, oversight, and scrutiny arrangements in place surrounding the use of force were found to be operating well. Improvements to data reporting and quality have been 
implemented over the last year to help enable more effective scrutiny over this area. An action has been raised to report training information to the SSISP which we believe may be useful 
to its members in the context of their role and to help enable them to discharge their duties more effectively. Further detail is provided within Appendix 1 below. 

Assurance Opinion Number of Actions Audit Assessment of Agreed 
Themes 

 Risks Reviewed Assessment 

 

Priority  Number Theme  Unlawful injury or death of an offender or 
suspected offender through disproportionate or 
unnecessary use of force by an officer, resulting in 
criminal sanctions, reputational damage and a 
loss of public confidence in policing. 

 

Low 
 

Priority 1  0 Leadership & Culture   

Priority 2  2 Learning 
 

 

Priority 3  1 Diversity & Inclusion     Risk Management Awareness Satisfactory 

Total  3 Please see Appendix 1 for more details.   

      Personal Safety Training (PST) is delivered to all police officers, Special Constables and PCSOs whose roles require it. PST is designed to 
equip police officers and staff with the necessary skills to conduct their daily business safely and professionally, including the necessity 
to use force. It is provided as part of an initial training package and refresher training is required annually. When PST training lapses, the 
individual becomes non-deployable in a public facing role. The roll-out of Chronicle in September 2020 has improved controls to help 
manage and monitor delivery of PST by providing a single central record of training information and greater performance reporting 
capabilities. In July 2021, approximately 23% of police officers (714 out of around 3,100) had expired PST training, however 300 of the 
714 officers were either sick or absent from posts and therefore could not complete the training. We have noted further improvements 
to oversight and reporting which could be implemented to further improve scrutiny and compliance over PST. 

The audit considered the following: 
 

• The governance, oversight and 
scrutiny arrangements in place 
surrounding the use of force at 
Avon and Somerset and whether 
these are operating effectively, 
including a review of 
improvements that have been 
made following circumstances 
where the use of force has been 
deemed disproportionate and 
unlawful. 

 

• Training for Police Officers, PCSOs 
and Special Constables and for 
those in charge of scrutinising this 
area. 

 

• The quality of data surrounding 
the use of force to help inform 
decision making. 

 

 The Stop and Search and Use of Force Internal Scrutiny Panel (SSISP) provides scrutiny and assurance over the use of force and stop and 
search at the Force. An independent Scrutiny of Police Powers Panel (SPPP) reviews and provides feedback on the use of police powers 
to both the PCC and Force including where use of force has been deployed. The work of the SPPP can be informed by the SSISP; for 
example, where the SSISP finds disproportionate use of force in a specific area (e.g., by region, ethnicity etc.) through scrutiny activity, 
they may request a review by the SPPP over this area. We are satisfied with the level of scrutiny and assurance over use of force at 
meetings. However, we noted that SPPP minutes have not been published on the OPCC’s website since December 2020. 

 Changes to the way in which information was being captured and reported to the SSISP were introduced in Autumn 2020 following the 
roll out of a new use of force form. The form helps to capture use of force data more accurately and consistently which enables improved 
reporting and in turn, more effective scrutiny over this area. We were able to evidence more detailed and granular reporting to the SSISP 
following the roll out of the form which made it easier to identify common themes, issues and concerns compared to previously. In 
addition, Qlik has been utilised to provide line management with information in relation to use of force specific to their team and the 
individuals they manage.  
 
 
 
 

Audit Objective To provide assurance on the effectiveness of the governance arrangements regarding the use of force at Avon and Somerset Police.  
 

Link to SRR SRR1 - The loss of legitimacy and public confidence.  

 

 
99

https://www.swapaudit.co.uk/audit-framework-and-definitions


Use of Force – September 2021 – Appendix 1 
  

 

Full details of our audit testing are available upon request. Our audit assurance framework and definitions can be found at https://www.swapaudit.co.uk/audit-framework-and-definitions 
Unrestricted 

 

 

 

 

1.1 Finding 1.1a Recommendation 

Personal Safety Training (PST) is delivered to all police officers, Special 
Constables and PCSOs whose roles require it. PST is designed to equip police 
officers and staff with the necessary skills to conduct their daily business safely 
and professionally when faced with situations of conflict, necessity to use force 
or to administer emergency first aid.  It is provided as part of an initial training 
package for police officers and refresher training is required annually. Chronicle 
(the Force’s Learning and Skills System) is used to help manage PST and has the 
capability to report completion rates for police officers. PST completion was 
planned to be reviewed as part of our Health and Safety Management of Front-
line Staff and Officers last year. However, at the time, Chronicle had not yet been 
rolled out and as such, we were unable to provide assurance over the delivery 
of this training due to decentralised record keeping of PST information at the 
time. Chronicle, which provides a central training database has now been in 
place for PST for almost 12 months. Completion rates for PST were therefore 
revisited as part of our work. 
 
As of July 2021, there are 714 police officers with expired PST (c.23% of all police 
officer employed by Avon and Somerset Police). Some of these police officers 
(confirmed by Learning and Development to be around 300) are sick or absent 
and therefore, cannot complete the training. Where PST lapses, police officers 
are considered non-deployable to public facing roles and do not have the 
authority to carry a Taser, PAVA, batons, handcuffs etc. Learning and 
Development will notify the line manager of an individual whose PST has 
expired, and it is then the responsibility of the line manager to manage this on 
an individual basis and to ensure that their officers refresh their PST. There is a 
risk that these police officers may still be deployed into public facing roles. 
Where a police officer, with expired PST, deploys use of force tactics that 
subsequently injures or kills a suspect, this could result in severe legal, financial 
and reputational harm for the Force. Therefore, it is our view that the Force may 

We recommend that the Head of Learning investigates whether performances over the completion of 
PST to date is satisfactory to manage the associated risk and also ensures police officers and staff with 
expired PST who can attend training refresh their qualification as soon as possible. 
 

Agreed Action 

It has been widely recognised in force that our systems and processes for ensuring both accreditations and 
compliance related to PST are both accurate and creditable. The implementation of Chronicle has brought 
greater data accuracy and a better governance of our current position/challenge. The movement our data 
onto Chronicle has allowed the training team and those who resource officers onto training an ability to 
prioritise those who are most at risk, for example those in a front line role.  Over the past 8 months we have 
reduced the number of officers requiring refreshment in the PST skill from 1200 down to 600.  This is far too 
many and attendance remains a challenge.  Covid19 has definitely had an impact on attendance and social 
distancing fears has seen a high drop out rate. 
Until failure to comply becomes a penalty, then those who avoid attendance will continue to be a feature. 
The future for PST and the link to use of force is positive.  As a force we are the pilot for a new training 
programme aimed at making skills more relevant and also to bring more thought into the why?  Use or force, 
assaults on officers and de-escalation is a national issue.  Whilst PST training has always been a 12 hour 
package (over 2 days) designed and governed by the College of Policing, very few forces deliver more than 
one full day (6 hours) and some forces are doing it over half a day.  The new 2 day package will move from 
process and use of equipment training to a scenario based package.   It is aimed to deal with decision making, 
reflection and de-escalation.  Between September 21 and March 22 we will put on 135 sessions. 
We also recognise that some officers, although have a requirement to refresh their PST skills, are not 
frontline on a daily basis.  Some of these, that will include Investigators, will receive a one day package.  This 
is in order to manage demand, but will be subject of review as we progress through the early periods of the 
new training.  An additional 105 training events are scheduled for the one day package, that will also be 
delivered to PCSO’s. 
In preparing for the new two day format, ASC moved back to two days a year ago.  This was to address some 
of our challenges, but also to add in a yearly de-escalation part of the course.  This has set us in good place 
for the year ahead. 
 

 

Appendix 1 Findings & Action Plan 
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benefit from greater oversight and scrutiny over PST completion as part of their 
existing governance arrangements surrounding the use of force. 

I have already spoken about compliance and penalties that come with this.  The aim of the organisation is to 
get to a place where no Emergency Response Driver, Taser Carrier, CMS or Method of Entry trained person 
will be allowed to perform the skill if their PST, JRFT or First Aid is expired.  It is envisaged this will act as a 
motivator for both the officer and their team leaders to ensure they have the right accreditations to fulfil 
the role.  In turn this will improve attendance. 
 

We strongly believe that by the end of this financial year the numbers of expired PST officers will be reduced 
to numbers where risk management decisions can be made to withdraw an officers ability to fulfil one of 
those key roles.  It should not be the case that a response or taser officer, who are often the first on the 
scene of a road collision, violent person, an injured victim do not have the requisite skills to perform use of 
force, de-escalation or where necessary first aid. By 31/3/22 we will have a better grip on it and will be in a 
position to start enforcing compliance through the removal of skills, at least until the skills training is 
completed again. 

Priority 2 SWAP Ref. 45879 

Responsible Officer 
Operational Delivery Manager on behalf 

of Head of Learning 

Timescales 31/03/2022 

1.1b Recommendation 
We recommend that the Lead for Use of Force ensures personal safety training (PST) is considered as 
part of the quarterly reports provided to the Stop and Search and Use of Force Internal Scrutiny Panel. 
Where possible, this should include information in relation to all officers and staff who are active in 
their role (i.e., not on sick leave, absent etc.) and the duration that their PST has lapsed for review. 
These reports should also identify any individuals with expired PST that are still submitting use of force 
reports for further investigation. Qlik could also be utilised to provide line management with this 
information for review. 

Agreed Action 

The Lead for Use of Force will review the information / data available and look to include this within 
the next report to the SSISP.  
 
 
Priority 2 SWAP Ref. 45857 

Responsible Officer Lead for Use of Force 

Timescale 31/12/2021 
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1.2 Finding 

The Force recognised data over the use of force to be lacking in detail around Spring 2020. As part of our audit, we reviewed data reporting to the Stop and Search and Use of Force 
Internal Scrutiny Panel (SSISP) that provides scrutiny and assurance over the use of force and stop and search at the Force between May 2020 – May 2021 and agreed this to be the case. 
For example, the Force found that they may be under reporting disproportionality in terms of use of force because of gaps within data held on Niche. The Chief Inspector - Patrol 
Directorate identified high incidences of police officers recording 'unknown' against the ethnicity of an offender or suspected offender within Niche that was used to record a use of 
force incident. This meant that ethnicity and disproportionality information reported to the SSISP would be skewed given that the true ethnicity of the individual had not been recorded 
/ captured. Therefore, the Force could not accurately determine which areas were of concern when reviewing this information. The key reasons for this were noted as officers not 
understanding the use of force form; the accessibility of the form; and the lack of mandatory fields within Niche to ensure important fields (such as ethnicity) were not missed. The Force 
began working to improve its data quality and reporting over this period. 
 

A web-based solution (Formations) was developed with the intention of improving reporting. The web-based form would be used to input use of force incidents that is accessible on 
mobile devices which hoped to improve front end data capture and recording. Formation would also include mandatory fields (such as ethnicity) to resolve issues surrounding missing 
or incomplete data which would enable more accurate reporting over this area by breaking up ethnicity into more categories than what is currently required by the Home Office. Data 
from Formation would also be fed into Qlik for supervisors and lines managers to review. Formation went live in October 2020, and we were able to see its benefits through our review 
of information being reported to the SSISP over use of force after its go live date. Benefits include an increase in use of force reports being submitted as well as improved reporting 
around disproportionality. For example, in August 2020, the SSISP were informed that over a 12-month period, around 26,000 arrests had been made with 11,000 use of force reports 
being submitted. A use of force report should usually be completed in almost all arrests however, there are some circumstances where force may not be used during an arrest and 
therefore, one may not be required. Where two officers are present during an arrest, at least two use of force reports should be completed. As such, it would be expected that use of 
force reports should match or surpass the number of arrests made. Therefore, based on the arrest and use of force data above, it is likely that use of force reports were not being 
completed where they should have been over that period. In February 2021, use of force reports were found to match the number of arrests made for the first time which could be 
attributed to increased and improved reporting through the new form.  
 

The SSISP were also informed in August 2020 that 9,500 use of force reports had been submitted for a separate 12-month period to that above and in 3,000 of those cases (31%) no 
ethnicity had been stated on the report. In Q1 of 2021/22, 0.9% of all use of force reports had no ethnicity recorded. This demonstrates improvements made to data quality in terms of 
ethnicity reporting over the last year. We are therefore satisfied with the improvements made over this area between May 2020 – May 2021 and the findings have been included for 
information. 

 

1.3 Finding 1.3a  Recommendation 

In addition to the SSISP which provides scrutiny and assurance over the use of force and stop and 
search at the Force, an external Scrutiny of Police Powers Panel (SPPP) is also in place which reviews 
and provides feedback on the use of police powers to both the PCC and Force including where use 
of force has been deployed. The SPPP is made up of lay members appointed by the PCC and meets 
‘no less than four times a year’ whereas the SSISP is made up mainly internal stakeholders. The work 
of the SPPP is informed by the SSISP to an extent. For example, where the SSISP find 
disproportionate use of force in a specific area (e.g., by region, ethnicity etc.) they may request an 
independent review by the SPPP over this. We reviewed minutes and reports for the SPPP between 
May 2020 - December 2020 and were satisfied with the level of scrutiny and assurance over use of 
force at these meetings. The findings of the SPPP are published online on the OPCC’s website; 
however, the latest minutes and reports are from December 2020 despite the SPPP having met 
since. We would recommend that these are published for transparency as soon as possible. 
  

We recommend that ensures Chief Inspector – Patrol Directorate ensures the 
Scrutiny of Police Powers Panel reports are published on the OPCC’s website.  

Agreed Action 

The Lead for Use of Force will discuss this with the Liaison Officer for the SPPP to 
ensure these reports are published online and kept up to date. 

Priority 3 SWAP Ref. 45878 

Responsible Officer Lead for Use of Force 

Timescale 31/10/2021 
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The SSISP also meets on a quarterly basis. We reviewed the agendas and minutes for the meetings held between May 2020 and May 2021 and have no issues to report.  

  

To support the work of the SSISP and SPPP, a Peer Review Group for Use of Force has recently been established. The Peer Review Group will review specific cases related to areas 
highlighted to them by the SSISP that may, for instance be of concern to the Force. For example, where the SSISP identifies disproportionality over the use of force in a certain area, they 
may ask the Peer Review Group to review cases related to this and report any findings back to them for consideration each quarter. This differs from the SPPP in that the Peer Review 
Group is made up of other police officers and staff as opposed to lay members. The work of The Peer Review Group was launched at the beginning of the financial year (2021/22) and its 
first report is not due until the end of August 2021. As such, we were unable to review an example of their work as part of our audit but are satisfied that the introduction a Peer Review 
Group will provide greater opportunity for both learning and recognition of appropriate use of force. 

 

 

Audit Assessment of Agreed Themes 

Action Theme RAG Rating Rationale 

Leadership & 
Culture 

 
The Force has introduced a number of changes to help improve their governance, oversight and scrutiny over the use of force. These changes have been 
implemented from the top and have impacted positively on the culture of the organisation, particularly in terms of improved data quality, capture and 
reporting surrounding the use of force that has been evident in our testing.  

Learning  

The Force recognised weaknesses that impacted on its ability to deliver effective scrutiny over the use of force. Particularly at the beginning of 2020, the 
Force has identified issues with data quality and under reporting in this area and has implemented changes to improve this through the introduction of a 
new use of force form that came into effect in October 2020. The new form helps address weaknesses with Niche that was used previously to record use 
of force incidents. The new use of force form has resulted in increased reporting and improved data quality over this area. Mechanisms are also in place 
to help implement learning where it is identified through scrutiny activity such as the review of specific cases by the SPPP and newly formed Peer Review 
Groups that will be fed to the SSISP and directly to line management if necessary.  

Diversity & 
Inclusion 

 

The Force has improved its data quality with regards to use of force. In particular, addressing gaps in ethnicity / disproportionality information it previously 
held in Niche. Through the introduction of a new use of force form that is more accessible to police officers and staff, the Force now has mandatory 
perceived ethnicity fields (previously not included within Niche) to help ensure this information is captured enabling more accurate reporting over 
ethnicity and disproportionality. We have noted fewer cases where police officers and staff are not providing ethnicity information when reporting a use 
of force incident.  
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Key Findings  Audit Scope 

 

Summary 

The detailed findings from this audit are documented within Appendix below together with actions agreed to improve controls that will help ensure good remote working practice and provision is confirmed 
and strengthened for future benefit. 

Assurance Opinion Number of Actions Audit Assessment of Agreed Themes  Risks Reviewed Assessment 

 

Priority  Number Theme  Insecure or inadequate remote working 
arrangements may result in a breach of Official and 
Official-Sensitive data, poor work performance, an 
unsafe work environment, reduced productivity and 
higher employee turnover which could result in a loss 
of confidence in the policing service, reputational 
damage, and financial loss. 

 
Medium 

 

Priority 1  0 Leadership & Culture 
 

 

Priority 2 3 Learning 
 

Priority 3  1 Diversity & Inclusion  Not assessed   Risk Management Awareness 
Improvement 

Needed 

Total  4 Please see Appendix for more details.   

 Managed laptops are fundamental to remote working capability. However, the current laptop operating system 
(O/S) build was unsupported by Microsoft and hence not fully secure.  An NEP aligned O/S build was under 
development and testing was underway, but a proportion of older devices will not support the new build. A 
tender has gone out to replace this equipment, but this process will take several months to resolve. 

 

We focussed on consideration of the following as part of the audit: 
 
• Reviewed the adequacy of the Force’s Information Security (IS) 

policies and procedures that support remote working. 
• Identified what IT equipment was provided to facilitate remote 

working and what IS baseline/standard has been applied to the 
underlying technology to ensure an adequate and consistent level of 
security. 

• Determined the Force’s arrangements to maintain effective IS 
remote working arrangements going forward post Pandemic. 

• Established the IT service support mechanisms and explored whether 
this had changed during the pandemic. 

 
*Please note: It was intended to support this audit with a Staff 
Homeworking survey, which would be performed during Q3 as part 
two of this audit. This will not now take place or form part of this audit 
as further discussion concluded that such an assessment should not be 
a one off; this function is to be undertaken annually by ASC to ensure 
staff continue to recognise their own obligations to maintain effective 
information security around the force’s information assets when 
working from home. 

 

 

Oversight groups were assessing the changes arising from remote working including health and safety, staff 
wellbeing, contractual change, performance management, technology as well as information security.  The 'Fit 
for Futures – Resetting’ Project has also been set up. The challenges of safeguarding information assets in a 
domestic working environment were highlighted, as were those concerning the access of National Systems data. 
National guidance was also being monitored. However, the process to manage this activity and the risks arising 
were still maturing and as such has not been fully embedded at the time of this review.   
 

 

 The current remote working supporting policies and procedures need to be updated and authorised before these 
can be shared with staff. The Information Security (IS) Manual was 77 pages long and targeted all responsible for 
enforcing good IS practices (both technical and non-technical staff). Consequently, the detail could be quite 
complex in parts and staff may find a large policy difficult to follow and/or absorb those areas specifically for 
them. Guidance on cyber security was also available via the intranet, but some of this was also lengthy. 

 

 
Staff have three options for raising service desk tickets, but email was not working for this group and was not 
effective in terms of required data. Email was successfully used for auto raising tickets from external bodies. 

 

Audit Objective To provide assurance regarding the adequacy and effectiveness of the Constabulary’s remote working arrangements with due regard to safeguarding its information assets. 

 

Link to SRR 
CC SRR1 - The loss of legitimacy and public confidence.  CC SRR3 - Lack of robust Information Governance arrangements compromise our compliance with legislation (including 
General Data Protection Regulations / Data Protection Act 2018 and others).  OPCC SR5 - Lack of public confidence in or awareness of OPCC. 
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1.1  Finding 1.1 Action  

Remote access privileges to the Force’s systems were formally managed and controlled via initial basic setup and additional role related 
processes.  In addition, new starter, collar number change and leaver access were effectively managed with clear processes in place, though 
these were subject to change (via OLEEO system) at the time of this review. Furthermore, access by staff from other police forces as well as 
approved third parties was enabled via applicable verification stages. 
 
Remote access to applications hosted by Avon & Somerset Constabulary (ASC) in their data centres was via a Virtual Private Network (VPN) 
on the Cisco Any Connect Service. We were informed that this would only accept connections from those devices owned and managed by 
ASC and the VPN provided restricted connections directly to the Force’s services only.  Laptops had been provided to all staff, but the current 
default operating system build was out of support and could be vulnerable to cyber-attacks. An active programme was underway to develop 
and test a new operating system build for ASC, aligned with the National Enabling Programme (NEP) DR3 specification.  We were informed 
that 4000 laptops were being sourced to replace those in service which did not support the new build, and that this was to be implemented 
within a six-month time frame.  The new build and deployment model would facilitate automated updating and patching which would better 
safeguard the Force’s infrastructure against identified cyber threats.   For this purpose, Microsoft Endpoint Manager would also be used for 
the configuration management of updates and patching of those devices with the new build. 
 
We were also informed that the present timelines to replace Sophos Anti-Virus with Microsoft security product Windows Defender anti-
malware tools may result in a requirement for an extension to the ASC Sophos licence. This was being monitored by the Force.   
 
Secure networking connections for remote working were in place before the Pandemic, and these had been scaled up to accommodate the 
increased demand arising from the greater number of staff working from home.  Formal change management was in place to support 
modifications to the ICT estate. Finally, network monitoring for threats was undertaken by the centralised police Network Monitoring Centre, 
which would pass alerts through to ASC Service Desk for review and action as necessary. 

The deployment of the NEP DR3 operating system build 
should be expedited to the laptop estate as soon as possible. 
This will enable the Force to establish a secure and easily 
updatable standard build. 

Agreed Action 

 
We are in the process of testing the new build and will roll this 
out force wide as soon as possible. 
 
 
 
 

Priority 2 SWAP Ref. 45894 

Responsible Officer Director of IT 

Timescale 31st March 2022 

Appendix  Findings & Action Plan 
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1.2  Finding 1.2 Action 

The Force had been supportive of the requirement for staff to work from home where possible during the Covid-19 Pandemic.  Pulse Surveys 
conducted in 2020 provided evidence that staff had adapted well to home working with 63% wanting to see increased working from home 
and a further 27% asserting that they were more effective when doing so. Consequently, the Force determined that home working should 
become a permanent part of people’s roles where practical.  
 
We have been provided with evidence of the significant analysis and planning that had gone into the work of Covid Gold and Silver Groups, 
as well as the Resetting the Workforce – Ways of Working Group. Furthermore, the 'Fit for Futures - Resetting' Project Terms of Reference, 
formally ratified in May 2021, documented the technical interdependencies that impacted this that included: Laptop refresh programme, 
Mobile phone refresh programme and the O365 rollout.  
 
We also noted that forward planning in support of the remote working landscape included reference to health and safety, staff wellbeing, 
contractual change, and performance management.  Furthermore, the challenges of safeguarding the Force's information assets from a 
domestic working environment have also been highlighted during our discussions with those involved.  
 
SWAP had been asked by management to incorporate a survey into this audit to help the force determine cyber-security awareness amongst 
its staff. However, further discussions have now concluded that such an assessment should not be a one off. Instead it could be performed 
annually to ensure that ASC staff do continue to recognise their own obligations to maintain effective information security (IS) around the 
force's information assets. Consequently, at the time of this review, the Force was reviewing their survey to ensure it provided an effective 
means to assess the adequacy of ASC remote working staff domestic arrangements as far as IS was concerned and how this could be evidenced 
for example, manager assessment, photographs of an individual's immediate home work area, key equipment they used etc. This could also 
be accompanied by a formal declaration by such staff that they continue to adhere to the ASC’s IS policies and guidance when accessing the 
organisation’s information and systems from their private homes.  However, as the discussions surrounding this were on-going at the time of 
our reporting, we have been unable to completely evidence all this activity.  
 
The following were also highlighted as being impacted by remote working:   

• ASC staff access whilst remote working for centrally supplied national police IT services such as PNC and ANPR  

• Third party partner staff access to ASC services whilst remote working 

 

However, since the above do impact other organisations, we were assured that the Force would continue to look to national guidance on 
these matters. 
 

a) The Force should: 
 

• Capture sufficient information to enable the 
assessment of the security implications of ASC staff 
home working environment. This could be achieved 
by a survey, home visits, photographs, etc. 

• Such assessments should be undertaken annually 
with re-design where necessary to ensure any new IS 
risks concerning remote working are assessed. 

• Captures ASC staff acknowledgement of their 
individual IS responsibility to secure the Force’s 
information and systems, preferably annually.  

 
b) To continue to monitor: 

 

• The risks to the secure methods by which remote 
working ASC staff access national police systems. 

• Security impacts and requirements around remote 
access to ASC systems by third parties. 

  

Agreed Action 

 
The Constabulary need to identify an individual to review 
accreditation requirements to National Systems to ensure 
they are compliant. 
 
The security impact and requirements around remote partner 
working will be looked into by the Force Information Security 
Officer (ISO) and Digital Security Officer (DSO). 
 

Priority 2 SWAP Ref. 45913 

Responsible Officer Force ISO, DSO & TBC 

Timescale 31st March 2022 
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1.3  Finding 1.3 Action  

Key policy documentation to support Remote Working was in draft (for example, Information Security (IS) Manual, Remote Working Policy, 
Acceptable Use Policy etc) and these were in the process of being completed and reviewed ahead of their authorisation and distribution to 
staff. The IS Manual is 77 pages long, and whilst it contained a great deal of useful information, it may be easier to manage the content going 
forward (and to communicate the important messages it delivered) if it was broken down into succinct topic areas (or policies) that could be 
targeted at specific groups with the appropriate role and responsibilities.  
 
Remote working guidance was available to staff via the Intranet, but the quality varied from good, succinct do’s and don’ts (e.g. Make your 
Home a Cyber Safe Stronghold) to some lengthy guidance (Covid 19 Presentation & Guidance Document) that at 17 pages may be too long to 
be easily absorbed and understood by staff. 
 
We were informed that policy and guidance was receiving attention through the Covid Gold, Silver and Resetting the Workforce groups. 
 
Existing policies and procedures were acknowledged by new starters primarily through e-learning programmes, and that system usage was 
monitored for compliance with procedures through the Internal Affairs Department.  We note that the new starter induction checklist 
indicated introduction of e-learning programmes within 2 months of joining the Force.  However, since ASC facilities such as equipment and 
services such as email are provided on joining the Force, this delay in training for safe practices is a concern. The delay may stem in part from 
the large number of policies that the Force has and whilst this is understood, these may benefit from reorganisation, so that key mandatory 
policies are highlighted for acknowledgement.  

Draft policies concerning remote working should be 
completed, reviewed, authorised, and approved for 
distribution to staff. Training to support these policies should 
be considered and given where necessary to ensure that staff 
do understand their IS responsibilities to safeguard the 
Force’s information assets. 
 
Furthermore, consideration should be given to the re-
organisation of the current (draft) IS Manual into separate 
policy areas to better deliver key IS messages to targeted staff 
/ partner groups. 
 
The current remote working guidance offered to staff on the 
Intranet should be reviewed to ensure that it effectively 
highlights the Force’s cyber security values and those 
behaviours expected of staff working remotely.    
 

Agreed Action 

 
The above actions are agreed.  
 
The Data Protection Officer (DPO) confirmed that she has 
recently received new and or updated policies that she is 
currently reviewing for adequacy. Training to support policy 
revision will be considered in due course. 
 
 

Priority 2 SWAP Ref. 45883 

Responsible Officer Director of IT / DPO 

Timescale 31st March 2022 
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1.4 Finding 

There were two primary routes to creating a service request or an incident on the Service Desk tool, both of which were available to remote workers.  A further route requiring email was not operative at 
the time of the review due to configuration issues with the mailbox migration.  This third route may be discontinued in the future (to internal staff) to ensure that they used the preferred portal instead, 
however, the Force needed to retain this method for communication with outside bodies (e.g., CPS, National Monitoring Centre).   
 
Service delivery was organised into two teams, Service Desk; request fulfilment and issue raising is the first layer, and Service Management including problem management and change management is the 
second.  Incidents that evolved into problems would be tracked through the Service Desk tool ‘Assyst’, where resolutions and process changes were recorded.  We were provided with management reports 
that indicated the Service Desk performance had been effectively maintained during the Pandemic period and that Service Request resolution itself had improved.   
 
Finally, Service Level Agreements (SLA) targets were formal and built into Assyst. We were informed that these were being revised with a view to possibly utilising these as KPI’s for the Service Desk team.  
 
Please note, a priority 3 (lower level) recommendation to disable the email option to internal staff to raise a Service Desk ticket was raised to management. 
 
Management Response to 1.4: ‘The email option for raising a service desk ticket has been rejected by the IT Director who wishes to keep options open in terms of how end users report faults.’ 
 

Risk Management Awareness 

Improvement Needed 

Lack of oversight of remote working (domestic home) environment.  A secure connection is required by remote workers for access to force hosted services, and a defined set of connections for Office 365 
services are in place.  However, the domestic internet connection contract is not with ASC but with the staff member, who can set the router security for domestic requirements without ASC oversight.  
Likewise the Force has no control over the remote worker’s domestic environment and whether it is secure. It is unclear where responsibility for any future issues or liability may lie were a cyber security 
incident to occur in a domestic setting.  

Audit Assessment of Agreed Themes 

Action Theme RAG Rating Reason for RAG Rating 

Leadership & Culture  

The Force set up a covid working group at the early stages of the pandemic to address issues raised by government instructions for people to work from home 
where possible.  The resulting Resetting the Workplace project has led on key themes particularly around staff wellbeing and safety as well as operational, 
contractual issues and the technical interdependencies have been identified.  Necessary policy and procedure changes are acknowledged but at the time of 
our review this work was ongoing, with processes to manage risks around home working still maturing.   

Learning  
Cyber security guidance for remote working has been provided through the staff intranet and communication channels, but this is not customised for policing, 
compulsory or monitored.  Some policies and guidance were also quite lengthy and complex, but these were being revised. E-learning packages including 
technology and cyber awareness for new starters to embed good practice were not introduced at the earliest point in the induction process. 

Diversity & Inclusion Not Assessed We have been unable to provide an opinion on diversity and inclusion specific to the process reviewed 
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Key Findings Audit Scope 

 

Summary 

Given the range of issues highlighted through testing of complaint, conduct, performance and RPRP cases, a number of recommendations have been raised to help strengthen the 
controls in this area and to improve compliance with the regulatory framework and the data quality and integrity of complaints information that is reported to management for key 
decision making. The detailed findings from this review have been documented at Appendix 1 below. 

Assurance Opinion Number of Actions Audit Assessment of Agreed Themes  Risks Reviewed Assessment 

 

Priority  Number Theme  The Force and OPCC do not have robust 
controls in place for complaint handling and 
review, leading to missed opportunities to 
learn from complaints made and resulting in 
reputational damage by failing to respond to 
complaints fully or at all. 

 

Medium 
 

Priority 1  0 Leadership & Culture   

Priority 2  6 Learning 

 

 

Priority 3  1 Diversity & Inclusion   Not assessed    

Total  7 Please see Appendix 1 for more details.  Risk Management Awareness Satisfactory 

      A sample of 10 resolved complaints and 10 conduct and performance matters were reviewed against the 
requirements set out under the regulatory framework including the Police Reform Act 2002, Police (Conduct) 
Regulations 2020, Police (Complaints and Misconduct) Regulations 2020 and Police (Performance) Regulations 2020 
as well as the IOPC and Home Office guidance over this area. A variety of compliance and data capture / recording 
issues were highlighted as part of this testing which have been detailed within sections 1.1 and 1.2 of Appendix 1. 

The audit considered the following: 
 

▪ A review of complaints handling policies and 

procedures in place to help direct officers and staff 

in handling complaints appropriately and in 

accordance with statutory and regulatory 

requirements. 

▪ Sample testing of resolved cases from February 

2020 to ensure that they are compliant with the 

regulatory framework. This included complaints 

that have been reviewed by / referred to the OPCC 

(but not cases being investigated by the IOPC) as 

well as those that have been addressed under the 

Reflective Practice Review Process (RPRP). 

▪ Any learning identified through the complaints 

handling process is being identified, captured, 

implemented.  

▪ Any performance management information 

available over this area. 

 A sample of 10 cases subject to Reflective Practice Review Processes (RPRP) as set out under the Police (Conduct) 
Regulations 2020 were selected for testing against the regulatory framework. We identified some compliance issues 
with regards to RPRP including cases where an account by the participating officer which sets out their views on 
the matter to help in the reflective process were not provided. In addition, cases where the details of the case were 
not captured within an ‘Appointment of Investigator’ form which provides a summary of the matter to the individual 
in charge of carrying out the RPRP. We were also unable to confirm whether the appropriate authority was required 
to be informed of the outcome from RPRP in cases where they had directly referred the matter to be resolved 
through RPRP. Learning identified through RPRP was found not to have been captured within Centurion (the Force’s 
complaints recording system) in most cases reviewed. 

 Performance information related to complaints, conduct and performance matters is being captured within Qlik. 
This includes reporting on (but not limited to) the total number of complaints over the last 12 months; number of 
live cases; cases subject to RPRP; and average time to record and finalise cases. The information is reported to 
management for review, scrutiny and to assist with decision making. However, we have highlighted some issues 
which may impact on the integrity and quality of this data through our testing. 

Audit Objective To provide assurance that there is a sound framework in place at the Force and OPCC when handling complaints and that the new national guidance is adhered to. 

 
Link to SRR SRR1 - The loss of legitimacy and public confidence. OPCC SR5 - Lack of public confidence in or awareness of OPCC. 
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1.1 Finding 1.1a Recommendation 

A sample 10 complaints were reviewed against the requirements set out under the regulatory framework 
including the Police Reform Act 2002, Police (Conduct) Regulations 2020, Police (Complaints and 
Misconduct) Regulations 2020 and Police (Performance) Regulations 2020 (collectively referred to 
hereafter as the ‘regulatory framework’) as well as IOPC and Home Office guidance over this area. The key 
findings from our review have been detailed below:  
 
 

▪ 1/10 complaints were incorrectly assessed as requiring handling under Schedule 3 of the Police 

Reform Act 2002. In this case, the assessor originally determined that the complaint should be 

addressed under Sch. 3 but on review by an Inspector it was found not to require an investigation 

under Sch. 3. However, in this instance, Centurion (the system used to record the Force’s complaints 

information) was not updated to reflect this change. Therefore, it appears to be an investigation under 

Sch. 3 which will have an impact on the integrity of data that is being reported over this area. A 

recommendation has been raised to help address this (1.1b). 

▪ In 1/10 cases the views of the complainant were not sought nor was there any indication that attempts 

were made to seek their views on how to handle the investigation or their desired outcome. The Initial 

Assessment Form used to capture this information includes a specific field titled 'Views of 

Complainant'. In 4/10 cases reviewed, this field was left blank, and the views of the complainant were 

instead included within the main body of the form. This is captured under recommendation 1.1a. 

▪ In 2/10 cases a Record of Complaint (ROC) was not generated as required. We were informed that at 

one stage in March 2020, an issue with Centurion meant that ROCs could not be generated for about 

a week. These two cases were received around this period. In 1/10 of these cases, a ROC was not 

provided to the complainant as required. This is captured under recommendation 1.1a. 

▪ In 5/10 cases the complainant was not provided the contact details of the person handling their 

complaint. Instead, a generic email stating that this would be investigated was sent to them. This is 

captured under recommendation 1.1a. 

▪ In 1/2 cases that needed to be referred to the IOPC, we could not evidence whether the complainant 

was notified that their complaint had been referred as required under the regulatory framework. This 

is captured under recommendation 1.1a. 

▪ In 8/10 complaints reviewed, we were unable to evidence that the handler assigned to investigate the 

matter had made a written note to declare whether or not there was anything that could reasonably 

give rise to a concern about whether they or any member of the investigation team could act 

impartially (a declaration of interest). This used to be captured within an Investigation Workbook that 

We recommend that the Head of Professional Standards ensures that the 
complainant, person under investigation and any interested party is kept 
informed of the progress of their case. This should include processes to 
ensure that a Terms of Reference is produced and shared with the 
complainant and person under investigation to seek their agreements to the 
scope of the investigation, comments, or concerns. Evidence to support 
correspondents with the above individuals should be retained centrally. 

Agreed Action 

We have reviewed the recommendation and recognise some of the issues 
cross over into each area. These issues can be considered themes and are 
valuable insight which will be captured on the department’s Single Delivery 
Plan for onward scrutiny.  
 
Beyond the key themes, the audit has identified multiple administration and 
recording issues in particular these include updates to Centurion and saving 
of documents, and some non-regulatory compliance including contact, 
updates and communication. The department will reflect and embed 
appropriate changes to improve in these areas recognising the importance 
for legitimacy.  
 
However, it is also relevant to provide some context which has likely 
impacted on compliance by PSD. PSD agreed to handle all complaint 
investigations between March – November 2020 to release front line 
capacity to respond to policing the public health crisis. Both national and 
regional PSD meetings indicate ASC was one of only a small number of forces 
to have allocated all complaints to its PSD to protect front line resources. We 
have not identified another force that undertook this exceptional position. 
This was on the backdrop of a change in Regulations and a significant 
increase in complaints. In only the last 12 months, complaints have increased 
by over 68%. The additional pressure in PSD has impacted on timeliness, 
effective supervisor reviews and administrative inconsistencies.  
 

Priority 2 SWAP Ref. 46102 

Responsible Officer Head of PSD 

Timescales 31/01/2022 

Appendix 1 Findings & Action Plan 
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is no longer in use but should now be captured elsewhere (e.g., Centurion). This is captured under 

recommendation 1.1c. 

▪ In 1/8 cases requiring a Terms of Reference (ToR), no ToR was found on file. In 7/8 of the cases, there 

was no evidence to support that the ToR had been sent to the complainant prior to the 

commencement of the investigation. However, in 6/8 of these cases, a ToR was detailed within the 

final Investigation Report, but this will have only been shared until after the investigation had been 

concluded. Therefore, this would not have allowed the complainant to comment on the scope of the 

investigation prior its commencement. It should be noted that the regulatory framework only 

mandates a ToR for investigations that are subject to special procedures. However, the IOPC expects 

all investigations to have a ToR. Avon and Somerset Police have taken the approach to complete a ToR 

in all cases subject to a formal investigation as recommend by the IOPC. This is captured under 

recommendation 1.1a. 

▪ No Investigation Report was produced for 1/8 cases reviewed that required one. Upon further 

Investigation, the Investigating Officer in charge of handling the complaint was found to have left the 

Force and was known by the Professional Standards Department (PSD) not to follow processes 

properly. In this case, a letter to the complainant was sent instead which detailed the findings of the 

investigation which was not reviewed or approved by the Appropriate Authority. This appears to be 

an isolated incident and therefore, no formal recommendation will be raised. 

▪ In 2/10 cases where a copy of the Investigation Report should have been sent to the complainant, 

Centurion was updated to state that a copy had been sent out, but this had not been attached within 

the files reviewed. Therefore, we were unable to confirm whether this had actually occurred. This is 

captured under recommendation 1.1a. 

▪ In 3/8 cases where the person under investigation should have been given a copy of the Investigation 

Report, there was no evidence to support that they had been provided with a copy. In 2/3 of these 

cases, there was no evidence within the files reviewed that the person under investigation had been 

notified of the outcome of the investigation either. This is captured under recommendation 1.1a. 

▪ In 5/10 cases the complainant was not notified of the outcome of the complaint within 5 working days 

of it being determined. The longest was 14 working days. This is captured under recommendation 

1.1a. 

▪ In 2/3 cases where learning had been identified following an investigation, Centurion had not been 

updated to reflect what the learning was despite it being included within the report. This is captured 

under recommendation 1.1b. and at 1.3b. 

 

Given the variety of issues highlighted from our testing, the Force may benefit from undertaking regular 
dip sampling of resolved complaints, conduct and performance matters to ensure that they are compliant 
with statutory requirements and agreed procedure and to provide assurance over this area. 

1.1b Recommendation 
We recommend that the Head of Professional Standards ensures all officers 
and staff in charge of investigating a complaint, conduct or performance 
matter ensure: 
▪ Cases that are reassessed on review as either requiring an investigation 

under Sch. 3 of the Police Reform Act (or not) or those that require no 

further action to be taken are updated on Centurion accordingly. 

▪ Centurion is updated with any learning identified from an investigation. 
Agreed Action 

Agreed to communicate these requirements to all Investigators as part of our 
monthly CPD training. 

Priority 2 SWAP Ref. 45977 

Responsible Officer Head of PSD 

Timescale 31/01/2022 

1.1c Recommendation 

We recommend that the Head of Professional Standards ensures all 
Investigating Officers record a written declaration confirming whether or not 
there is anything that could reasonably give rise to a concern about whether 
they or any member of the investigation team could act impartially at the 
earliest opportunity. 

Agreed Action 

Agreed to ensure this is introduced into our processes and that Investigators 
are reminded of this requirement under the legislation as part of our monthly 
CPD training. 
 Priority 2 SWAP Ref. 45978 

Responsible Officer Head of PSD 

Timescale 15/12/2021 

1.1d Recommendation 

We recommend that the Head of Professional Standards implements regular 
dip checking of resolved complaints, conduct and performance matters to 
ensure that they are compliant with statutory requirements and agreed 
processes. 

Agreed Action 

This will be built into the Sergeant Review Process which was introduced at 
the end of 2020 and is scrutinised at our monthly SLT meetings. 

Priority 2 SWAP Ref. 45979 

Responsible Officer Head of PSD 

Timescale 31/01/2022  
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1.2 Finding 1.2a  Recommendation 

A sample 10 conduct and performance matters were reviewed against the requirements set out under 
the regulatory framework. The key findings from our review have been set detailed below: 
 
 

▪ We selected a random sample of 10 conduct and performance matters that were resolved by 

investigation. However, on reviewing our sample, we found two instances where the matter was 

actually resolved before a formal investigation took place and no further action was taken in these 

cases. However, this was not updated in Centurion and therefore, was included in our sample. 

Where Centurion is not updated to reflect the accurate status of a case, this will have an adverse 

impact on data quality that is being reported to senior management and through Qlik. This is 

captured within recommendation 1.1b above to help address this going forward. 

▪ In 1/2 cases where the IOPC had to be notified of the matter, there was no evidence to confirm that 

an interested party in the case had been informed of the referral. A recommendation has been raised 

within 1.1a above to help address this.  

▪ In 1/5 cases requiring a declaration of interest to be made by the Investigating Officer, we were 

unable to evidence that the handler assigned to investigate the matter had made a written note to 

declare whether or not there was anything that could reasonably give rise to a concern about 

whether they or any member of the investigation team could act impartially. A recommendation has 

been raised within 1.1c above to help address this.  

▪ In 3/5 cases requiring a Terms of Reference (ToR), no ToR was found on file. In two of these cases, 

there was no evidence to support that the ToR was provided to the person under investigation for 

comment. A recommendation has been raised within 1.1a above to help address this. 

▪ In 1/1 cases where there was an interested party who had a right under the regulatory framework 

to be kept informed, there was no evidence on file to support that they had been or whether they 

were informed of the outcome of the investigation. A recommendation has been raised within 1.1a 

above to help address this. 

▪ In one case we reviewed, following an investigation it was determined that the issue would be 

resolved under RPRP. However, a copy of the Investigation Report was not provided to the individual 

under investigation, and it was not clear whether they should have been provided this. We have 

raised a recommendation within 1.2a for management to clarify whether this should occur and 

introduce it into the process where it is determined that it should.  
▪ In 5/7 cases where learning was identified, Centurion had not been updated to reflect what the 

learning was despite it being included within the report. A recommendation has been raised within 

1.1b above and 1.3b below to help address this. 

We recommend that the Head of Professional Standards clarifies whether or 
not a person under investigation is entitled to receive a copy of an 
Investigation Report where RPRP is determined as the outcome and ensures 
that this is implemented into the current process where it is determined that 
it should occur. 

Agreed Action 

A copy of the Investigation Report should be shared with the person under 
investigation where appropriate and in line with the regulatory framework. 
This will be communicated to all Investigators as part of our monthly training. 

Priority 3 SWAP Ref. 45980 

Responsible Officer Head of PSD 

Timescale 15/12/2021 
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1.3 Finding 1.3a Recommendation 

A sample of 10 cases subject to Reflective Practice Review Processes (RPRP) as set out under the Police 
(Conduct) Regulations 2020 were selected for review. These are matters that would not justify the 
bringing of disciplinary proceedings and relates to behaviours and actions that have often previously 
been captured and handled within formal investigations and disciplinary proceedings as allegations of 
misconduct that resulted in lower-level actions and outcomes including, Management Advice, or no 
further action in some instances. The intention is that disciplinary proceedings are focused and applied 
to serious breaches of the Standards of Professional Behaviour where it is clear that a formal disciplinary 
sanction (at a minimum a written warning) is justified. The key findings have been discussed below: 
 

▪ In 2/10 cases no account was provided from the participating officer subject to RPRP. The purpose 

of this account is for the participating officer to provide their views on the matters that will be 

discussed during the process and to begin reflecting on the circumstances, actions and behaviours 

that contributed to the matters that are under discussion. The account is captured within the RPRP 

Report completed by both the participating officer and reviewer. A recommendation has been raised 

within 1.3a to help ensure this is provided and appropriately captured as part of this process.  

▪ In 1/10 cases no Appointment of Investigator Form had been completed. The Appointment of 

Investigator form sets out the details of the participating officer subject to RPRP, the reviewer, the 

practice requiring improvement and the complainants’ details (if applicable) to help assist the 

process. A recommendation has been raised within 1.3a to help ensure this is provided as part of 

the RPRP process. 

▪ We were unable to evidence whether the Appropriate Authority who had requested the matter to 

be resolved under RPRP had been informed or cited of the findings following its conclusion. It is not 

clear whether this ought to be done and therefore, a recommendation has been raised within 1.3a 

clarify whether this ought to occur and to implement it where it is determined that the Appropriate 

Authority should be informed of the outcome of RPRP. 

▪ In 8/10 cases where learning had been identified through RPRP, Centurion had not been updated to 

reflect what the learning was despite it being included within the RPRP report produced by the 

reviewer. A recommendation has been raised within 1.3a and 1.3b to help address this. 

▪ We substituted two ‘RPRP’ cases from our original sample for two other cases because we found 

that the original two were only subject to Reflective Practice which applies only to conduct that does 

not amount to a breach of the Standards of Professional Conduct. These were included in our report 

because the individual who updated Centurion incorrectly categorised this as RPRP and not RP which 

will have an impact on the integrity and quality of the data that is being captured and reported.   
 

 
Given the importance of individual and organisational learning enshrined within RPRP and the gaps we 
have identified in our testing with regards to capturing this information appropriately, the Force should 
consider implementing regular dip sampling of learning specifically to ensure that it is being recorded in 
line with agreed procedure.  

We recommend that the Head of Professional Standards ensures all officers 
and staff in charge of completing RPRP ensure: 
▪ An account from the participating officer is obtained. 

▪ The Appointment of Investigator Form is completed. 

▪ Learning identified through RPRP is captured within Centurion. 

▪ Cases are correctly categorised as RPRP and not Reflective Practice in 

Centurion. 

In addition, the Head of Professional Standards clarifies whether the 
Appropriate Authority ought to be informed of the outcome of RPRP in cases. 

Agreed Action 

Agreed to discuss and communicate this as part of our monthly CPD Training.  

Priority 2 SWAP Ref. 45981 

Responsible Officer Head of PSD 

Timescales 15/12/2021 

1.3b Recommendation 
We recommend that the Head of Professional Standards implements regular 
dip sampling to ensure learning is being captured and recorded properly within 
Centurion and that there is evidence to support that any learning identified 
has been implemented (e.g. through confirmation from line managers etc.). 
For example, this could include running regular reports from Centurion on 
resolved conduct, complaints, performance and RPRP cases with no learning 
recorded and checking whether or not this is accurate by reviewing source 
data (e.g., an Investigation Report, RPRP Report etc.). Appropriate action 
should be taken where poor or unsatisfactory performance is identified.  

Agreed Action 

PSD will conduct a regular review to ensure learning is being captured and 
recorded appropriately.  

Priority 2 SWAP Ref. 45982 

Responsible Officer Head of PSD 

Timescale 31/01/2022 
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1.4 Finding 
1.3a 
Recommendation 

We tested a sample of 10 cases where the outcome of an investigation had been appealed by the complainant and reviewed by the OPCC. No issues were identified in any of the 10 cases 
we looked at and we were satisfied that the process for reviewing appeals had been followed. However, we were unable to independently verify whether the person complained about 
was notified of the outcome following a review. Upon completion of a review, the reviewer will update Centurion with the outcome which will then be work flowed back to the Appropriate 
Authority (the Force). It is then for the Force’s responsibility to notify the person complained about of the outcome. Whilst we were unable to confirm whether this actually occurred in 
the reviews we tested, we did note that in all cases Centurion had been updated and this information had been work flowed to the Appropriate Authority. The findings have been included 
for management consideration. 
 

Audit Assessment of Agreed Themes 

Action Theme RAG 
Rating 

Rationale 

Leadership & 
Culture 

 

The leaders / senior management of the organisation understand the importance of having an effective complaints system in place. However, work is 
required to improve the application of procedures and processes that govern the way in which complaints should be recorded and handled which has 
been highlighted by our findings. This may be attributed to a culture issue / concern of individuals in charge of investigating and resolving complaints, 
conduct and performance matters. 

Learning  
A number of specific findings relating to the way in which the Force records and actions learning on an individual and organisational basis have been 
highlighted within our report. This has impacted on the RAG rating we have been able to provide over this area.  

Diversity & 
Inclusion 

Not 
assessed 

We have been unable to provide an opinion on diversity and inclusion specific to the complaints handling processes reviewed.  
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